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Background information
What is this document and who should have it?

This is a development document which defines how specific functions and routines within Version
three of the Neighbourhood Alert system work. This document is suitable for advanced super-
users of the system, members of Force IT infrastructure and Corporate Comms. Potential
purchasers of the system should also find most questions answered here.

About VISAV

VISAV Limited (VISAV): has been developing |.T. database and communication solutions for
twelve years, registered in England No. 04511143, Data Protection registered No. Z8862537.

We have developed many solutions over the years including an Electronic Point of Sale solution
for Explore Northamptonshire, a school meal payment system for Compass PLC
(www.mealselector.co.uk) and AGE UK’s trusted trader directory (www.aubd.co.uk).

We support hundreds of small business websites and train businesses to update their own sites
using our software. Over 100 local and national companies use our bespoke ecommerce solution
to sell online. We co-developed www.Nottinghambreaks.co.uk with Experience Nottinghamshire
and East Midlands Tourism and provide contactless card technology for several schemes in
Nottinghamshire such as www.RobinHoodBreaks.com and
www.ThingstodoinNottinghamshire.co.uk . We have installed our own touch screen kiosks in the
six largest attractions in Nottinghamshire and are working closely with Nottingham University on
research projects regarding the impact of the Alert system on fear of crime.

VISAV has developed the Neighbourhood Alert community messaging system (Alert) intensively
over the last five years and we are committed to the ongoing development and enhancement of
the system and it is rapidly becoming our core business activity.

The System: what it is not!

The Alert system is not stand alone software and is not the correct solution for any organisation
that wishes to run its own isolated communication system. If you need a modern, inclusive,
proven engagement tool with pooled administrative support, the most advanced two-way
communication tools, management systems and growth mechanism, then Alert is the solution.


http://www.nottinghambreaks.co.uk/
http://www.robinhoodbreaks.com/
http://www.thingstodoinnottinghamshire.co.uk/
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System overview

The Neighbourhood Alert Network is a central secure system that enables an organisation to take
out a county based Portal which provides access to the global tools and database of users within
their county.

It is a carefully controlled, permission led, geographically defined network of providers and end
users. The true partnership approach to a global system delivers economies of scale and far
more advanced facilities and services than any single system could. It also provides a one-stop-
shop engagement tool for members of the public to access services, policing and Neighbourhood
Watch resources.

1.0: Database gI’OWth: The partnership approach incorporates national and county
organisations and the unique method of providing multiple Micro-sites for intense local
engagement.

Citizens that live anywhere in England and Wales can register on the Alert network via over fifty
Micro-sites, two national partner sites and four county police portals. This approach is proving to
generate astonishing growth of users.

1.1: Information Providers: A small number of key organisations are represented on
the system as “Information Providers”.
These are “The Police”, “Neighbourhood
Watch”, “Trading Standards” and “The Fire
Service” Licenced

information
providers

The Neighbourhood Alert Network

I o Fire BN Trading
Service Standards

Information providers are defined within the
website terms as the local, licenced
organisations representing each
organisation (i.e. the local Police force or

Constabulary). Neighbourhood Watch is Brofiing modulos.
defined as National and Home Watch
Network and their local representatives.

Central datastore and profiling tools

1.2: Protecting your own M\ neignbourhood
) ALERT,
database: You “own” and are if)wl'\m—-b DATABASE

responsible for your exclusive, partitioned
database within the Alert system. The
difference is that you have the option of Sotjone ot

. . . atabase growth
making other Information Providers
available to your users.

County Portal

I 1
B8
The users in your database will then decide =i
themselves, using their own secure ﬂ.\ fm 1‘\
administration tools, whether they want to
engage with these Information Providers or
not.

—cm
Ba
bod o

Neighbourhood and Home Watch Network (England & Wales)

National partners
Alzheimer’s and Dementia Safe Return Network Project

If you import a database into the system ‘
you will be the only user that can see these ° ° ° ° ° ° o
users until such time as they decide to 'ﬂ\ lﬂ‘ T T T ﬂ T
share their data with other Information

Providers (and join their database).

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
Tel: 0115 9245517, Fax: 0115 9245401, info@neighbourhoodalert.co.uk Page 6 of 57
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In the same manner, thousands of users have joined the network via the NHWN national website
(www.ourwatch.org.uk) and these users, (that live within your county) will be additions to your
database.

The economies of scale, collective promotion, development and administrative support of
all partners benefits everyone and at the same time you promote and use your own corporate
image and retain ownership of your own database.

1.3: Central Profiling tools: Built into the global database are three highly advanced
sets of user and group management tools. They provide highly advanced profiling,
communication and Neighbourhood Watch scheme management facilities.

1.4: County Portal: In purchasing a county system, a website portal is provided which, via
the secure administration areas, provides access to the database management tools and
resources.

The public facing website part of the Portal
provides web visitors with an instant snapshot of all
the activity going on within your system.

New users enter their postcode on the portal which
then displays the beat area they are in and shows
them all the Micro-site options available for them to
join in that area including local and National sites.
The Alert portal is provided by the system and acts
as an additional search engine for directing visitors
to your system. The colour scheme and images
are customisable but the key elements are fixed.

Example Portal sites include:
www.nottsalert.co.uk

www.lincsalert.co.uk
www.northamptonshirecommunityconnect.co.uk
www.cumbriacommunityconnect.co.uk

1.5: Micro-sites

Micro-sites are websites that are established as
flexible, white-label versions of the Alert Portal. These
sites can be customised to a high degree to either
stand alone as a website or to represent a secure
member access area to an existing website. Four free
sites are provided with a Portal package and further
ones can be added at a small cost.

Often local community or Neighbourhood Watch
groups make effective use of a site in getting people to
register on it and join the database. Examples of Micro-sites can be found at
https://www.neighbourhoodalert.co.uk



http://www.nottsalert.co.uk/
http://www.lincsalert.co.uk/
http://www.northamptonshirecommunityconnect.co.uk/
http://www.cumbriacommunityconnect.co.uk/
https://www.neighbourhoodalert.co.uk/pages/170/1/Service_Areas.html
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1.6: The user is kKing: A key principle with the entire system is that the registered users
have absolute control over who can see them and the types of information they wish to receive.
Users can access secure account management pages on the internet, can keep their account
details up to date and configure a growing array of settings. When joining (and at any time
thereafter), a user can choose whether or not to share their details and allow communication with
Information Providers.

1.7: The Network so far: Developed, tested and honed in Nottinghamshire, the system
has now been purchased by 15 Police forces who considered several available systems before
identifying Neighbourhood Alert as the most suitable. Nottinghamshire Police have entered into a
five year development partnership with VISAV and are committed to its ongoing success. The
Intellectual Property of the Neighbourhood alert system is entirely owned by VISAV Limited.

View a Neighbourhood Alert training message from Nottinghamshire Police’s ACC here:
http://www.neighbourhoodalert.co.uk/admin/manual/show_video.asp

1.8: Additional system features:

1.8.1: Integration with the NHWN Neighbourhood Watch Scheme structure:

The system has been adopted by the Neighbourhood and Home Watch Network (England &
Wales) (NHWN). Neighbourhood Alert is now the exclusive database management system for the
NHWN and is incorporated into the new NHWN website. More information can be viewed here:
http://www.ourwatch.org.uk/our_work/our_partners

The core structure for Neighbourhood Watch in England & Wales is administered by the
Neighbourhood and Home Watch Network (England & Wales) who are acknowledged by the
Home office and ACPO as the official Neighbourhood Watch organisation in England & Wales.

The system integrates seamlessly with the NHWN structure and under agreement with NHWN,
your Alert portal will give you access to registered schemes on the NHWN national website. You
are also able to request joint administrative access to the NHWN Neighbourhood Watch data
within your county and access to the NHWN scheme management tools and support.

This can be a seamless collaboration of organisations within a secure and carefully managed
environment. If integrated, your registered scheme coordinators will then have access via your
Portal to the superb NHWN resource centre on the national website.

1.8.2: Users do not need email or I.T. to join:

It is important to note that, although the Neighbourhood Alert system utilises some of the most
technologically advanced IT systems available, users do not need to have a computer to join
or use Neighbourhood Alert. As long as you provide administrative support, users can join by
filling in registration cards (artwork provided FOC), or by telephone. Messages can be sent and
replied to by telephone or text message. A small but important percentage of users on the system
have no email or internet access and communicate perfectly well via older established methods.


http://www.neighbourhoodalert.co.uk/admin/manual/show_video.asp
http://www.ourwatch.org.uk/our_work/our_partners
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1.8.3: Free Business Watch portal

The Government Office for the East Midlands (GoEM) has funded the development of a business

focussed version of a Micro-site which provides business user focused enhancements and totally

integrates with the Alert administration. A successful, local version of the East Midlands system is
operated by Nottinghamshire Police (www.nottsbusinesswatch.co.uk).

This county based version of the Portal provides a way for businesses to register their company
details. All business and residential user data is available to the authorised administrators for
reporting, mapping and planning purposes in one easy to use central location. Messages can be
sent out to particular business types or even users in specific roles (Fire Officer, Health & Safety
Manager etc)

1.8.4: Crime Stats
Overview summary report for your current 0.35 miles alerting area

If you require and can provide VISAV with a From 01/3/2009 To 16/09/2009 Created 16/09/2009
weekly/monthly spreadsheet of desensitized
crime data including Easting/Northing or 2 =
Long/Lat coordinates, we can enable the Crime
reports facility.

This very effective tool enables registered users
to review and filter crime graphs and charts for
their own scheme area. Alternatively we can
provide simpler basic information via the
police.uk api.

ARSON

BURGLARY DWELLING
CRIMINAL DAMAGE OTHER
THEFT FROM VEMICLE
THEFT OTHER

BURGLARY DWELLING AGGRAVATED
BURGLARY DWELLING ATTEMPTED
BURGLARY OTHER - SHED ETC
CRIMINAL DAMAGE TD A DWELLING
CRIMINAL DAMAGE TO A VEMICLE

THEFT DR UNAUTHORISED TAKING OF VEMICLE

1.8.5: Information reporting

The system allows registered users to report
information securely within the member admin
areas. When an information report has been made, various administrators are notified that a
report is on the system and requires a response. The process of selecting which administrators
should be notified is based upon preferences within each administrator’s settings, the beat area
that the information pertains to and the user’s request.

THEFT OR UNAUTHORISED TAKING OF PEDAL CYCLE

CRIMINAL DAMAGE T0 4 BUILDING OTHER THAN DWELLING

This is NOT a crime reporting system and we use various methods to make sure that users are
fully aware that this is not a system for reporting crime or requesting police presence. This is
however a very effective communication tool for beat managers and Neighbourhood Watch
administrators to track and respond to information reports from users.

The facility simply enhances any form of reporting system and provides a secure auditable method
of monitoring information that might otherwise slip through the system if reported by users by
conventional means. It is a required element of the Neighbourhood Alert system and can be
configured to work in a wide variety of ways.


http://www.nottsbusinesswatch.co.uk/
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Delivery, implementation and infrastructure.

2.0: What is the basic implementation process?

The implementation of a Neighbourhood Alert Portal can be managed within six weeks if
information is at hand and decisions regarding items such as branding and artwork can be made
promptly. Below is a brief outline of some of the things to consider and an overview milestone
plan. This schedule can be reduced to four weeks if necessary, but we try to give you time to
collate and discuss the various elements.

It is recommended that a small implementation team (“Team”) be established at the earliest
opportunity. This group should have decision making members from the key areas involved
including Corporate Comms, Business Crime, Analysis and IT. A VISAV account manager would
also join and closely liaise with this team. Weekly teleconferences/net-meetings should ensure
that everything is kept on track. Force user requirements (where known) are outlined below.

2.0.1: Items requiring investigation, discussion and decisions

User sign-up terms and Alert Licence (Data controller sign-off)
o Administrator Rules and Conventions and access agreement for system use (Data
controller agreement)
Training schedules (Train-the-trainer method ideally adopted)
Website content provision (Corporate Comms)
KML provision, format and structure of policing areas (I.T.)
Activation code welcome letters (use of posted letters to validate postal addresses)
Crime stats provision on the system (fed via police.uk api or business objects model
upload)
e Information reporting procedures (process for notifying administrators if information is
reported)
¢ Remote access agreement and testing (Go-to-meeting or Adobe connect)
Brand & Artwork including main portal, sign up screens, member logged in areas and
hand-out artwork (Corporate Comms)
Promotional activity, Portal name, Domain name (Corporate Comms)
Data import and reconciliation (Existing system admin / Business Analyst)
Points of contact (Agree who does what)
Bespoke system work required (Team discussion)
Consider involved Information Providers (City/County Council, T/Standards, Fire Service
etc)
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2.0.2: Timescale outline plan

Week one

Implementation team establishment and first meeting

Agree task-list and milestone plan

Agree system domain name and brand, i.e. NottinghamshireAlert.co.uk.
Team Provide CSV of incumbent system (Ringmaster/relay etc) user data
Team Provide KML files of all borders and beats

Week two

VISAV establish development site and provide Implementation Team with access
Agree which Information Providers are involved (if any)

Agree end user sign-up terms and Alert licence

Week three

Test administration area and system understanding

Deadline for artwork signoff

Sign-off website content, welcome pages, Privacy policy, links etc.

Week four

Add branding to entire site including email templates
Create Micro-sites, set up administration access.
Finalise website content on development site

Week five
Add test users, send messages in all formats, produce snag list

Week six

Resolve issues, clear snag list,
Re-test system

Go live

2.1: Can you clean and migrate the current data onto the new system?

This is an area we are completely at ease with; we are experts in database manipulation and have
performed imports of a wide range of data into the Alert system over the past five years.

Transferring to a new system is an ideal opportunity to “clean” your data so after an initial import
you will have a choice of ratification techniques to ensure that the data is as accurate as possible
and that the imported users are aware that they are now on a new system. We guide you through
this process closely to ensure that all parties are happy and informed.

We require a basic Comma Separated Values (CSV) file or spreadsheet containing as much
information on each row about each user as possible. This should include what groups they are
affiliated with and if possible latitude/longitude values. If Lat/Long or Easting/Northing values are
not available we can run a bespoke location look-up process from their postcode. We will perform
a great deal of data cleansing once we have your files including removal of duplicate data whilst
retaining any specific information from each duplicate entry.

An export of all imported data is available at any time by authorised users which makes
comparison of data very simple.
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2.2: What Force I.T. involvement is needed?

The Alert system is an externally hosted solution and as such has huge advantages regarding the
flexibility and low cost of development. However, it will be important that Force I.T. (IT) is
comfortable with the system, its security and backup service.

Some Force IT time will be required for examination of the security protocols and in
communication with Nottinghamshire Police lead who is responsible for regular audits of the
security infrastructure at the data centre (circa two days).

In addition, any administrator accessing the system will need sufficient web-marshal/ firewall
privileges to enable the main external website domains to be accessed and some standard web
tools will be required in order to perform some tasks such as browsing maps and (if required via
web browser) listening to voice messages. These are common, low risk facilities but as per our
other Force IT departments, will require evaluation and clearance via your force IT.

You may also require permissions to enable the very useful “Net meeting” facility either on some
users’ systems of stand alone machines. We use www.gotomeeting.com or the Adobe Connect
products.



http://www.gotomeeting.com/
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2.3: Describe your product support arrangements.

Telephone support: We have provided website user training for over ten years and have
specialist support staff to provide support on all aspects of the Alert product. During office hours
(8-30am to 5-30pm Mon-Fri), any licensed user of the system will receive telephone training,
system advice and guidance, trouble shooting support and end user issue support by calling the
office on 0115 9245517 (press option 1). This line is diverted to a rota of support engineers out of
hours for emergency support and problem reporting. Out of Hours Support staff, can, if required,
provide ad hoc system support for Critical or Major Incidents.

Email support: Emails sent to support@neighbourhoodalert.co.uk are checked at least every
hour between 7am to 11pm and instantly during office hours and are responded to within one
hour.

Admin area support: Within the logged in administration area of the site, the web portal is
regularly updated with any news about system problems, threats and issues and a frequently
asked questions (FAQ) resource is regularly updated with common issues and answers. Each
key area of the system includes small icons which link to short training videos which are
specially presented to run even within the Force infrastructure. As version three of the system is
finalised, we are undertaking a full time operation to provide system support training videos on
every aspect of the system so clear instruction is available to every administrator 24/7.

Gold support as standard: We are dedicated to the Alert product and it is rapidly becoming our
core business. We do not offer tiers of support, as the Alert system is a crucial service for four
police counties already and we believe that the more support we can provide your administrators,
the more confident they will be with the product.

Clarification note: The “out of hours” telephone support facility is not provided for general system enquiries
and training at this time but as part of our disaster contingency planning we provide 24/7 disaster and
emergency support without charge. In other words, you should not call the support line at 2am to ask how
to send a message or delete a user but if it is during an emergency (flood etc) then you will receive full
support without charge.
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2.4: What about system upgrades and Global elements?

The Alert system is externally hosted; no software is installed within your systems. Unless prior
specific bespoke work has been quoted for, agreed and ordered via separate arrangement no
additional charge for development will be made. Server side upgrades to the system will be
provided without charge or interruption and without any change to the core functionality of the
system. The system is a global network, not a stand alone software package and will not reach an
end of service life state during your contracted period.

Upgrades pertaining to system security, resilience and browser compatibility are performed
automatically and are notified in advance to your administrative contact. The product is currently
at version three and transition to subsequent versions will be without charge.

The Alert system already has an extensive development plan incorporating ideas and suggestions
from a wide range of licensees of the system. All of the existing are being developed without
charge to existing licensees.

Although a county based Alert Portal has bespoke elements including its domain name, brand and
look-and-feel, elements of the core system are “Global” and development/upgrades/new features
when made live can instantly be made available to all Portals.

2.4.1: Neighbourhood alert Development Board: It is important that all stakeholders find
the global elements of the system acceptable and have the opportunity to influence the
development process. To manage the order in which we develop items from the development
plan (or wish list), a Neighbourhood Alert Development Board has been established and this is
be hosted and chaired by Nottinghamshire Police.

The Development Board meet on a quarterly basis, each Alert stakeholder is invited to the
meetings and can participate in the decision making process. Stakeholders are licence holders of
any Information Provider, Micro-site or Portal. The purpose of the meetings is to agree the
development priorities for the system, source funding if required and to provide VISAV with a
development schedule.

2.4.2: Can Notts Police exert extra influence over any decisions?

Despite the close working relationship, Nottinghamshire Police have no more voting rights or
influence over the system or its development than any other police force or stake holder. The
board will operate in a democratic manner and stake holders will establish the working practice.
Each licensee of an Alert system is entitled to attend & contribute/vote etc.

2.4.3: Will the Board hinder what we may/want to develop for our own system?

No, we allow for extensive bespoke work and development for every new licensee during the
implementation stage, the board will not influence that. The board’s task is to coordinate the wish
list and provide a formal, coherent communication channel for the several parties involved: it is not
about dictating but providing a forum for decisions regarding global system issues.

Bespoke work can still be developed exclusively for any portal (at a cost) but the development
board is designed to share cost, establish best practice and remove borders.
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2.5: What training is supplied and what other support is available?

Up to four full days of on-site administrator training is included in the set-up fee.
Administrator training will cover all elements of Super-user use of the system including adding
administrators, downloading the database, producing maps, building web pages, deleting users
and using the Community Contacts profiling tool. Up to four administrators can be trained each
day during two x two hour sessions including a break for lunch. A training facility will be required
with a standard, internet enabled PC available for each trainee.

A simple version of the administration system is provided for general admin tasks and the
administrator training will incorporate a train-the-trainer overview of these simple screens. This
is to enable you to provide further access to the system with internal training as you see fit. The
simple system enables sending messages, reviewing responses, reviewing information reports
and responding, as well as loading news items.

Extensive manuals of both admin areas (super and simple) will be provided and updated when
required via online download. In depth online video tutorials are being added on a weekly basis
to the administration screens, which will eventually explain every function of the system.

Further unlimited administrator training is available without charge whenever reasonably
required when booked at our training venue in Sherwood, Nottingham. We can accommodate up
to six trainees and sessions (which may be shared with trainees from other police forces) must be
booked at least four weeks in advance. All travel, sustenance and accommodations will be at the
client’'s expense.

2.6: Describe the system warranty.
Extract from the Neighbourhood Alert Portal owners Licence regarding Warranties:

6.1 The Licensor warrants to the Licensee that:

6.1.1 The Alert system and Micro-sites will provide the facilities and functions set out in
the Specification;

6.1.2 Any provided by the Licensor documentation to the Licensee when used in
conjunction with the Alert system will provide adequate instruction to enable such of the
Licensee’s members or employees who are reasonably competent users to make proper
use of the Alert system.

6.2 The Licensor warrants that the Support Services will be provided with a standard of
care and skill as high as any currently available in the industry and that all staff and
personnel will have qualifications and experience appropriate for the tasks which they are
allocated.

Clarification note: The Neighbourhood Alert licence was compiled in close liaison with Nottinghamshire
Police’s legal representative (malcolm.turner@nottinghamshire.pnn.police.uk) and specifies the provision of
the service, warranties and disaster contingencies thereof.
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2.7: Describe any exit strategy and data ownership implications.

2.7.1: Data ownership: This extract from the Neighbourhood Alert Portal owners Licence gives
specific answers regarding data ownership at licence termination and a disaster contingency
clause:
12.3 The Licensee shall have the right at any time after the initial term to relinquish the
License by giving 90 days notice in writing to the Licensor.

12.4 Inthe event of termination of this agreement under clauses 12.1, 12.2.1, 12.2.2 or
12.3 above, the Licensor will return all the Licensee’s data forthwith or, if requested by the
Licensee, erase the data in a manner to be specified by the Licensee and shall certify that
the data has been destroyed.

12.5 Inthe event of termination of this agreement under clause 12.2.3 above
(Liguidation of the company), and if Experian plc subsequently decline an option to
continue to provide the system to the Licensee under the same terms, the Neighbourhood
Alert Development Board shall be permitted to acquire full legal and beneficial ownership
to the Alert system software on payment of £1.00, (subject always to payment of all sums
due on termination being made in accordance with this Agreement which shall include
payments having been commenced in the case of payment by instalments.)

Clarification note: The Neighbourhood Alert licence stipulates that at the end of the agreement you are
entitled to have all of your data returned and/or destroyed. We have also agreed that should VISAV ‘“cease
to trade”, Experian plc (as our commercial partners) will be given the option of continuing the service to you
under the same licence terms and if they choose not to, then the Alert Development Board (see question
1.5) (which you will be a member of) will be able to purchase the entire Alert system for a nominal fee of £1.
These terms were negotiated and agreed with Notts Police legal personnel and give you absolute security
that even in the worst case scenario your system will be maintained.

2.7.2: Exit strategy: VISAV Ltd is a long standing, profitable, I.T. business with no affiliation to
any other business. The Neighbourhood Alert product is entirely bespoke and has been funded
by VISAV during five years of extensive development.

For the last twelve months we have been in close discussions with Experian PLC, a multi national
Information solution provider, with regards to the Neighbourhood Alert system. Experian is the
only company that VISAV would consider a commercial partnership with as it would enhance the
technical infrastructure and will be a perfect synergy between VISAV as the development lead and
the vast technical and data security experience of Experian. No exit strategy is agreed as yet and
as a licensee any agreement we enter into with Experian would not alter the terms of your
agreement with VISAV including issues such as pricing and data use.

Clarification note: The Neighbourhood Alert system is an externally hosted communication system
which adheres to the DPA. Under these criteria it does not have to be compliant but your own systems,
training and Rules need to ensure that your use of the Alert system is MoPI compliant. We provide all the
system support we can to support you in achieving and maintaining these criteria.

2.8: Provide details of your backup strategy

Data backup processes: All system data is stored on the Alert servers within a mirrored, Striped
RAID array. This set up ensures that the data is constantly backed up across six hard drives
within the database server and should a hard drive fail, it can be replaced without interruption to
service and the data will re-populate the new drive automatically.

This data is then backed up locally every six hours and all vital system data is backed up remotely
each night over a secure, encrypted VPN to our own secure Data Centre in Sherwood. The Alert
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system itself carries a full audit trail and many processes can be restored using procedures within
the system.

2.9: Provide details of your disaster recovery arrangements

Infrastructure and monitoring: The Alert system itself is monitored 24/7 by automated systems
which check every element of the system including server load, website response times, message
sending load and response, email, voice and text queue times and processor usage.

The Manchester City Centre ServerBank Data Centre provides a 2.4Gb DWDM ringed network
which connects two separate POPs via the East and West coast of England. It is manned 24
hours a day by experienced systems engineers, has a fire suppression gas detection system, dual
ring main power supplies backed up by UPS supply and three diesel 880Kva generators which
can provide at least 36 hours of uninterrupted power with the use of the 17,000 litres of fuel held
on-site.

Climate Control is provided by six 122kw fan coil units (three redundant) which cool the Data
Centre to a constantly monitored temperature of between 17.9 and 18.4 degree Celsius.

In the event of an issue becoming a potential threat to the system performance, our system
support staff are notified by email and text immediately and can remotely perform any operations
required or call the on-site 24/7 support staff if physical action is necessary. Since the relocation
of the Alert servers to this new environment, the resilience of the system has been beyond any
forecasts. So far in 2011 the systems have maintained a perfect 100% performance and up-time.

Local hardware failure: Our various backup routines ensure that we have highly resilient storage
of all data. Various contingencies and risks have been considered and planned for, from
catastrophic hard drive failures to the entire data centre going offline. We operate a redundant
server in the Manchester based data centre which could be configured to replace the primary
server and access the core database within one hour.

Parallel system in Nottingham: All connections to the Alert system are routed via a pair of high
capacity load balancers managed via a premium 100% uptime service within UKFast in
Manchester. This facility routes traffic to our primary servers within the Manchester city centre
ServerBank data centre and if this fails to respond instantly directs the traffic to our Nottingham
Data Centre. This means that if either the primary Alert server or the database servers fail no
interruption will be experienced. If both servers simultaneously fail we route traffic to a third
system at UKFast which would give a holding message.

What about the messaging systems? The telecom and text messaging centres are in multiple,
resilient locations around the country including Canary Wharf, Birmingham and Manchester and
would not be affected by the relocation of the Alert servers or a failure of our Manchester data
centre.

Keep you informed: Our internal mail servers would distribute a message to all subscribing Alert
administrators to alert you of any failures we are expecting, have planned or that catch us out. We
post regular updates to the system monitoring website and telephone key administration contacts
with ETA updates.
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Database security and imports

3.0: What level of data security management is in place?

3.0.1: Employee policies: VISAV limited has a detailed information security policy which is
issued and signed by all employees. New employees receive training regarding the protection,
importance and methods to avoid wrongful disclosure of user data. We have a controlled access
policy regarding programmer access to databases whereby specific administrators are only given
access if they are authorised. This is monitored and controlled using “Active Directory” and an
audit trail of access and use exists. We ensure that all documents, data and software are kept
under secure conditions satisfactory to the DPA of which the Information Commissioner has
been supplied.

3.0.2: Server environment: The Neighbourhood Alert system servers are located in
Manchester City Centre ServerBank. The Data Centre is in an old Bank of England building
where the bullion vault has been converted to offer an exceptionally high level of security and
resilience. The Data Centre is manned 24 hours a day by experienced, security checked systems
engineers and operates a strict control access system. Over 70 cameras monitor the entire area
which is housed well below street level. The Data Centre system engineers have no access to the
Alert databases, which are encrypted.

3.0.4: Backup data security: System data is backed up remotely each night over a secure,
encrypted VPN to our own secure Data Centre in Sherwood, Nottingham within our own (owned)
building. This steel encased second storey room has the required alarm, power, fire and heat
management facilities and the entire building is keypad access controlled, monitored by CCTV (32
cameras) several of which feed directly to the local Police station. The backup redundant Alert
servers are also stored in this secure environment.

3.0.5: Alert system security: We electronically protect HAC
data by using a Sonicwall NSA compliant firewall. Our 3 w\?ﬁ:;cw'
systems and code are PCI security anti-hack audited on a Comodo Tested onthly

monthly basis by http://www.hackerguardian.com (report available on request). Although not
required the Alert system adheres to www.securitymetrics.com regulations suitable for credit card
data storage. All portal and global administration areas of the system with website access are
https encrypted including all user admin areas and registration screens. Every administrator given
access is required to sign a user access agreement detailing rules and conventions of use and the
users’ DPA responsibilities.

The Alert system itself records a full audit trail which records every action on the system and the
IP address of each user. Potential hack attacks and rogue login attempts are monitored closely
and multiple attempts are barred.

3.0.6: Server anti-virus real-time protection: The Alert servers are installed with F-Secure
anti virus software which constantly monitors for Virus and spyware, provides application control
and Host Intrusion Prevention and Detection. This system prevents hackers from entering the
network, changing important files, making unauthorised system modifications or saving unwanted
files. The additional software firewall makes sure that viruses, hackers and other intruders cannot
enter the servers.

Real-time scanning ensures that should VISAV developers connect to the servers with infected
machines, we cannot save any infected material on the servers. Administrators can specify and
schedule on-demand system wide scans.


http://www.hackerguardian.com/
http://www.securitymetrics.com/
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3.1: Does the system comply with MoPI and Data Protection Act?

A key working practice and feature of the Neighbourhood Alert system is that the end user is in
control of what information is stored about them. The Alert system rigorously conforms with the
eight data protection principles and the Data Protection Act 1998 (DPA) itself.

The information stored on the system is not crime related and is securely stored to a highly
audited level. Our system does not integrate with or connect to secure police databases or
systems, it is a communication facility and a database of community contacts but no police data
is disclosed regularly via the system.

Any administrators of the system are regularly reminded of your own Alert Rules and
Conventions which should outline data sharing protocols and meet the MoPI compliance criteria.
A template document is available for you to customise.

Clarification note: The Neighbourhood Alert system is an externally hosted communication system
which adheres to the DPA. Under these criteria it does not have to be compliant, but your own systems,
training and Rules need to ensure that your use of the Alert system is MoPIl compliant. We provide all the
system support we can to support you in achieving and maintaining these criteria.

3.2: What anti-virus and anti spam measures are in place (in and out)?

Dedicated Rockcliffe mail server: All email sent and received via the Neighbourhood Alert
system is processed via dedicated Rockcliffe mail server. This specialist service provides
protection against inbound and outbound email-borne threats. This includes malware, spam,
phishing, DoS & DDoS attacks, deliberate or accidental data leaks, outages, and social
engineering attacks.

Message reply protection and privacy: All email inbound responses to Alert messages are only
accepted via our email response web page system which then checks them for viruses, bad
language and malware by on-server anti virus services. All Alerts are sent via
alert@neighbourhoodalert.co.uk so the sender’s email address is not disclosed to email recipients
or placed in the public domain unless the sender chooses to include it manually in an outgoing
message. This stops email scanning software from finding your email address and adding it to
junk email lists.

You will not be accused of sending spam: Every end user on the system can instantly
unsubscribe from the system or can filter the message priority and types of message that they are
prepared to accept. Users can unsubscribe by replying to an Alert, pressing a key during a voice
message or replying to a text message; this means that you will not inadvertently hassle people
with messages that they do not want to receive.


mailto:alert@neighbourhoodalert.co.uk
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3.3: If datais missing (after import) can the system report on this?

User lists highlight users who are experiencing problems or whose data may be incomplete.
These reports include:
Users who have not entered their activation codes
Users who have not provided contact numbers
Users who have been suspended from receiving emails, texts or voice messages due to
message delivery failures (dead numbers, full mailboxes etc)

Further bespoke lists and reports are available on request. Automated batch processes are
configurable to enable a monthly reminder of missing information to be sent to relevant users.
When a user logs in to the member admin area, the system automatically prompts them to
complete any missing data fields and validate their user information if this has not been done for
over a year.

3.4: Please provide details of minimum system requirements.

Internet Explorer 7, Firefox 3.x, 4 (32-bit) and/or Chrome 7, 8
JavaScript and cookies enabled

Intel or AMD processor (1GHz or faster)

Adobe Flash

At least 2GB RAM

3.5: With the success of the system, how will you handle the growth?

The investment has already been made: In January 2011 we invested in new multi-housed
hardware that will allow the system to upscale to manage tens of thousands of concurrent
connections (logged in users). We also relocated the entire system to a specialist high capacity
secure data centre which will allow usage in peak times to “burst” to over 100Mb per second. (Our
current usage is less than 4Mb during peak hours).

Message distribution upgrades: In June we increased the number of dedicated Alert mail
servers we operate in order to provide a more rapid concurrent distribution of email messages.
Voice and text message distribution is well within capacity and can be up scaled as soon as
capacity is approached.

Well within all growth plans: Although there are always higher levels of resilience and capacity
that a system can be taken to, we are very confident that the current infrastructure is more than
capable of handling massive database and messaging growth beyond our most ambitious
forecasts.

The back-up, back-up plan: | am assured by our colleges within Experian that should the growth
of the system be of such a nature that we become concerned for any reason (i.e. exceeding one
million plus users this year), we can call upon the resources within Experian’s 30 Million pound
specialist data centre to rapidly expand our capacity.

No extra cost for more users? We make a small margin from voice and text messages sent to
users, the larger the database the more money we make. We do not penalise licensees for rapid
growth of their user bases.
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3.6: How many users can the system support concurrently?

We closely monitor all aspects of system load and performance including performance related
factors such as large message distribution times. In order to prepare for the future and ensure we
have sufficient capacity we compile system-load forecasts based on existing patterns of
concurrent website visits, logged in members performing account updates combined with multiple
administrators (220 in Notts) performing mapping, reporting and message sending functions.

Based on existing established patterns of use, the existing system is designed to support and
service up to 500,000 registered users receiving on average fifteen email alerts per month and
100,000 users receiving 10 text or voice messages a month.

3.7: Can we import from sources such as incumbent systems and
Blackberry Interactions?

We are very comfortable with importing data and have developed several processes to remove
rogue data, query lat/long information and import users with as much profile information as
possible. If you supply the information in a readable format, we can import it for you. Our
bespoke process would include user name creation, duplicate removal, geographic mapping,
community group assignment and demographic matching.

We have a blackberry optimised sign-up screen that can provide every officer with a direct user
input screen if required. An in-the-field officer could take a registration and within one minute a
text welcome message will confirm the users details directly to their mobile phone (if a mobile
number is supplied).

We have developed various systems which greatly assist in the management of newly imported or
added users. Systems include the mail merging of login details to an outgoing email and the
collection of voice, text and email confirmation of terms by users.

The import process we have developed provides you with a cleansed, relevant database that
forms a sold, reliable verified base to build upon. It will, no doubt be reduced in size initially but
will soon exceed all previous expectations in growth and client satisfaction.

Initial data import when conducted during the implementation stage is usually included within the
set up fee. Please note that subsequent updates may incur a fee.
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Management and analysis functions

4.0 Can we analyse the database across combinations of variables?

Instant bespoke reports and filing tools: As standard p
practise, any bespoke area can be “drawn” using the KEY
mapping tools, groups of users can be created instantly or e View users
selected from pre-existing lists. Users can then be :

“dragged” into these groups instantly using the user = Hide users

interface. From this filing work (which could be performed @ Download spreadsheet
by multiple administrators and by the end user @ View users on a map
themselves), output reports enable instant “live data” i
downloads, maps and messaging functions. L “ Send message to this group J

Data fields including geographical location, demographics, interests and business types can all be
cross filtered to provide instant self updated dynamic reports which can be output or used to
communicate with that list of users.

4.1 What management information is available through the system?

4.1.1: Your members: Reports, lists, data exports, communication and mapping are provided
within the “your members” section of the admin. In addition, various specific reports are available
in the “Reports” section. In addition to these facilities, bespoke reports can be requested and the
database downloaded for any specific query.

The Alert data is a live network of activity, members change their own details and multiple
administrators contribute towards keeping the user data as up to date as possible using the
various profiling tools in the system. The “Your members” section will give an instant view of the
“live” data in several ways.

Your member list - -~

Search for users & Ve ist

Search wor | [ sewon | Crearremn = Hide list KEY

Al b
new member @ Download spreadsheet

© UK NHW sw @ 3@
o Beat areas o w0 H El View menbers on a map

@ Businesses sw =g @ \ 4
© Defined areas (view all users within geographical areas) s w @@

& Community contacts i

Lol Send ressage to this group

Each of these sections is examined in detail below:
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4.1.2: Beat Areas: This section allows you to see all registered users based on the beat, BCU,
LPU, Division or any other area for which you have provided us KML data.

This is a quick and easy method of checking the growth of users in each of your key geographical
areas. Every tier of the layout can be clicked on and will show how many users live within that
area. You can export the data at each point and view an instant map.

Your member list

Search for users

Add nevy MEmBer

© UK NHW o w i i@ [#

@ Beat areasewf@m@  Selected
@ ALL: UK & w @ 64 [#

@ All Leicestershire »w @ @@ o Jewi KEY
Q C|ty BCU = w = i [ @ Download spreadshest

15. Send message to this group

&@ Beaumont Leys » w =04 [#

@ City Centre » w = i [#

@ Hinckley Road = w = 4 [#

@ Keyham Lane sw =9

&@ Spinney Hill Park » w i o4 [@

& Welford Road = w = 4 [#
@ Counties BCU sw /@ @

@ Blaby s w & & [

@ Charnwood mu@@%

Found 350 user(s)

E:-] Wiewy members on & mag

\ {
12345676891011121314 ,\% =
J o
i e
Users name User status E-maild
S Beaton Resident V Eclt uger
i”ﬂ"i Brindley Rezident V Ediit user
i"‘ Chriz Resident x Edlit user
S Coften Residert Eclit uzer
- X
iui Furness Resident x Edit user
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4.1.3: Community Contacts: The Community Contacts profiling tool allows you to instantly
create and manage any number of user groups. You can define a geographical area, identify a
group of users that you would like to arrange within that area and simply drag/drop users into this
group. We can also import your existing user data and groups for you from a third party database
(i.e. Ringmaster); they will all be instantly filed into the correct areas and you can allow the users
to see and edit which groups they are part of via their member admin area.

The system is the most advanced and highly developed database tool available today in a
community system and has been specifically developed based on the requirements and
experience of Neighbourhood Watch and Police administrators. It makes managing a diverse
database of users simple.

The Community Contacts section within “Your members” displays the user data in a number of
ways including instant counts of group membership per area, each with a map and data export.

Your member list
Search for users

Search word I

Acdd newy member

© UK NHW o w & #

© Beat areas ew=E @

& Businesses swE L[

@ Defined areas

@ Community contacts fi
@ England (regions) ii

@ East Midlands (force areas) i

Selected

& Derbyshire i (A e T IH <"
@ Leicestershire it oo oo B IR
s | &y Ay J ==
© Beats i s o A T
@ City BCU fit \ T e :-.-.-.,m;;%u- P54~ =~
Community contact groups for City | n Vs TSNS o L
[ArternativeWatch Schemes (75) @ IE Ilm ":'*x- e '3 -:u--a- ” { .....
: ~Yh s ,>\p_
b| HotelvWatch Members (1) 1= Fgl -'—"E} ‘T."]"_,"_,,-'*;H.:Jf.';'}__—':;/ ] RK \.\
. - : " T
Lol Pub Watch Members (29) 1= Bl
Le| Shopwatch schemes (30 i gl
[Elusiness Contacts (28] @ @ ]
'-[ Restaurants (20 @ IE‘ ]
[Education contacts (53) 1= ]
Lﬁ( Primary Schooals (17 @ LE I?I ]
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4.1.4: UK NHW: Neighbourhood Alert
is the official and exclusive database for
all Neighbourhood and Home watch
schemes in England and Wales. See
NHWN info

NHWN have commissioned highly
advanced scheme management tools
which enable authorised administrators
(under separate agreement with NHWN)
to perform a wide range of scheme
creation, reporting and management
functions.

The UK NHW section within “Your
members” enables you to produce
reports, view scheme street coverage
maps, send messages to coordinators,
deputies and scheme members, and find
scheme contact details instantly.

Neighbourhood Watch Scheme and Organisation Managem

Dosigned and powered by

[@a="CT 0

Add root group

(+) Beats Add sub group | Edit group | Delete group

Q Nottinghamshire Add sub group | Edit group | Delete group
© Ashfield South Add sub group | Edit group | Delete group
+) Broxtowe Add sub group | Edit group | Delete group

Q CNNWC J Add sub group | Edit group | Delete group

© Bulwell Association Add sub group | Edit group | Delete group

Q Cinderhill Add sub group | Edit group | Delete group

Sandyford Close Edit group | Delete group
(+) Clifton Estate Add sub group | Edit group | Delete group
(+) Nottingham City Centre Add sub group | Edit group | Delste group
(+) The Meadows Add sub group | Edit group | Delete group
© Wollaton and Lenton Abbey Add sub group | Edit group | Delete
+) Gedling Add sub group | Edit group | Delete group
() Rushcliffe Add sub group | Edit group | Delete group

) SAMPNW Add sub group | Edit group | Delete group

| ,—

Search for any Neighbourhood Watch
co-ordinator or assistant on the system

Uallocated NW users

@ Ann Farrell

' Bernard Manley

|»

' Brenda Allan
>

@ Bronia Thomas

) Catherine Bellamy

@ Catherine Kime

") Chaire Thompson
&

@ Clare Edwards

) David Carter

? G W G U W G W U—" —

<

4.1.5: Businesses: The Business Portal allows business data to be imported and provides a
vehicle for future businesses to register and manage their accounts. The Business section
displays reports on the number of businesses in each area, the types of business and the number

of people registered within them.

You can produce Business Watch defined area maps and export various management reports.
This section is under development under guidance from the East Midlands Business Crime

Forum.

4.1.6: Any Defined area: As with the Beat Areas section, this area enables you to drill down a
list of areas and see all the reports and data regarding the users within each geographical area.
The difference here is you can produce any area that you wish to report on instantly. This is
useful for reporting on and messaging users that cross borders, beats and divisions etc.
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4.2: What types of user Maps can we produce?

The user map enables you to see at a glance the location of all the registered users and their
roles. You can select NW coordinators, assistants, scheme members or people who are just
registered website members. The list of groups can be customised to suit your requirements and
can include a wide range of demographic information i.e. every person younger than 35 etc.

— -
¥ B Hide NW coordinators @ Show NW assistants @ Show NW reqgistered members g Hide web users

682 |/
M= % ﬁ & Da:;:;ok
i | '
L0575 et E N
Woodthorpe &
Q & The search facility enables you
/ to find the location and details
[e5e4] ‘ of any user and display them
Mapperiey on the map.
. 4
€ [Hkm Map data ©2008 ng%fmggﬁ AL
4.2.1: Can we produce maps for any data set?

Yes, the system can produce a map of users in any defined field onto a printable map or message
sending group instantly using the array of tools as described.

Any field variable can be created using the community contacts section, users can be dragged-
and-dropped into multiple groups and then this group is automatically filtered into any
geographical areas you require and user maps are instantly displayed as well as data outputs and
messaging facilities.

@ East Midlands (force areas) i#
& Derbyshire {i
@ Leicestershire i
@ Beats i#
@ City BCU i
Community contact groups for City ECU

[ Alternative Watch Schemes (75) @ IE r_h

'-[ Hatel vWatch Members (1] = 5 m

'-r[ Pub Yatch Members (29) = B2 (@ J

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
Tel: 0115 9245517, Fax: 0115 9245401, info@neighbourhoodalert.co.uk Page 26 of 57



CONFIDENTIAL: COMMERCIALLY SENSITIVE: DO NOT DISCLOSE

4.3. Can the data be output for analysis outside of the system?

Download and use your own tools: Authorised users are able to download the entire database
of users or create an instant sub set or group of users using existing or new user fields. This data
can be self analysed using a spreadsheet system etc.

We are easily able to produce a wide range of custom reports if a particular report type is required:
just send us the format for a bespoke report and it will be created as a template report. A further
development is being tested which enables a data set to be downloaded, updated using Excel and
re-uploaded to enable mass updates to be performed easily.

4.4: How is demographic data handled?

The system admin contains an extensive list of demographic criteria which, if required you can
add to. Using a simple administration system you are able to automatically include any or all of
the fields in the user database, reports and the sign-up system.

You can create new fields and decide whether the fields are mandatory. The demographic

information you then collect can be used just like other “location”, “profile” and “interest” fields to
create reports, maps or filter selections of users.

4.5: Can we add further attributes without VISAV involvement?

Yes, most lists of attributes are dynamic and available to authorised administrators (super users)
to add and edit instantly. Adding attributes will even add additional “steps” to the registration
screens and users “Edit your details” sections instantly.

45.1: Can we identify how/where users heard about the system?

Authorised administrators (super users) can add marketing insight fields to the join process and
member admin areas instantly. These fields can become filterable fields using the dynamic
reporting, mapping and communication tools and are also included on the CSV downloads for
further analysis.

4.5.2: Are there fields to advise interest in taking part in Research?

Authorised administrators (super users) can add specific permission questions and fields to the
join process and member admin areas instantly. These fields can become filterable fields using
the dynamic reporting, mapping and communication tools and are also included on the CSV
downloads for further analysis.

If you add a subsequent field and wish to get permission from existing users, you could send an
Alert out instantly asking users to give their permission which could be done by replying to the
email, voice message or text instantly.

4.5.3: Can we create online surveys and output the results?

Basic online survey reports can be constructed within the administration and publicised on the
portal and to multiple Micro-sites. These can be further promoted via a direct link included in a
specific message or on the footer of all messages being sent to anyone. Responses are
quantified and the answers are produced as a spreadsheet analysis report.
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4.6: Can we capture multiple locations per user record?

The free business portal that we provide with the package enables a business address to be
registered in addition to a home address. The user can then select the type of information they
would like to receive at each address.

The multiple mapping feature enables polygon areas to be selected on a map end users as
additional areas they would like information about. This enables a user to receive information
regarding their home, work, relative’s home etc with a few simple clicks.

4.7: Can the system provide lists of values (LOVs)?

A list of values is a list that contains the data values associated with an object. A list of values can
be created as a CSV by suitably authorised administrators. The list of values will be based on an
external file and will be created by the admin process based on a pre-supplied list of potential
values that can be selected.

Increasing security precautions may affect the method of provision of this service but a simple self
maintainable system is available.

4.8: Are all fields required for analysis distinct entities (i.e. not White
Male)?

Any number of groups and sub groups can be created dynamically and the users stored within
them as distinct entities. You can create any distinct groups then export all members for further
analysis with the additional information fields available on the CSV download.

4.9: Is each record uniquely identifiable within the system?

Each user is uniquely identifiable within the system and can be displayed on a map,
communicated with and exported as a unigue record. The search facilities provide local, county
and system wide results instantly to ease identification. Every user has a unique idx reference
which can be output on reports.
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What reports are available?

Various standard reports are provided within the “Reports” section and more can be added based

upon your requirements.

5.0: Audit trail: Every key action performed by every
administrator and user whilst logged into Alert is recorded in the

Audit trail.

5.1: Message sending costs: A full drill down report of
every administrator, every message, every recipient and all
elements of cost over definable data ranges. A pre send breakdown
of the message cost is given before a message is sent, the user lists
can then be refined to more or less users to adjust the message

cost without loosing the work so far..

5.2: Message sent by month: A quick glance line graph
showing the number of messages sent by each user per month.

5.3: Users registered by month: A drill down summary

report of the number of users joining and leaving the system per defined area (BCU, LPU, Beat,

Division etc)

5.4: Total users registered: A quick glance summary report showing the total number

of users per month on your database.

5.5: Communications log:
An in depth communications log of all
messages sent to and received from
every user on the system is stored
and visible as a simple report on the
system.

The system stores the message sent
out with a link to the message and
other recipients.

Voice and text messages are also
stored and can be instantly replayed
or read.

Reply messages by email, voice and
text are also instantly reviewable.

We identify various standard “Out of
Office” reply formats and display those
along with read and not-read receipts.

This report over time builds up a very
useful instant snapshot report
regarding any user’s interaction with
the system.

Communi¢ation log for user Jon_test Shaw

lcon Date

Detads

"-;‘5 120812010 1229:38

E-mal raply recisved for slart 1176,

@ roen010122348

g 1762010122345

Read e-4mall con®mation recievect 1or aert LLIE.

E-mal reply recieved Yor den 1178

}J 12081201012 22.08

User vras aert alert 1176,

@ 1swsz001854m

Read e+mall confiermation recieved for skt 1175,

ot 18venni01s3s0s

Vigice responsé receied for et 1175,

y -
@;; 168/06i2010 1&:38:12

User was sent alert 11735,

@ 1082010183453

Readd a-mail confiernation recisved for aket 117

(@i 150812010 16.28:31

(‘@) 18062010 16.23:02
—

Vcica response recenvad for sket 117d.

User was sent slert 1174

B 1608201015098

Ronel a-mail confermation reckesed for alet 1173,

@ 16/DBIR010 1505:00

Uesr roplad by tsed regarding absrt 1173,

(@) 1608201014 55:27
e

User was zent slert 1173,

lcon Kay

Message sent

E 2

E-mall not reac

8 O A
E-mail reexd SMS reply Communicalion issue
2 e 2\
ok N >
VoICE régly out of onice E-mall reply
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5.6: Message feedback: A report showing the response feedback from recipients of
messages. Every message contains a link to a simple feedback form and all results are compiled
to give a report of comments received and ratings given. Feedback factors include relevance,
importance, satisfaction and quality.

5.7: Delivery reports: Various reports are available to show the delivery rate of the
messages and other items such as “Read receipts” and “Deleted not read” reports. Similar reports
are displayed for telephone and text messages. Reports are based on live data and change
rapidly as the messages are sent out, they settle down over time as the report back information
eventually stops being returned.

Alert number 1641 e-mail delivery details
E-mails sent 1,699
E-mails not delivered 0

E-mails Assumed delivered 1,699 |

)

|
E-mails confirmed as read 439
E-mails deleted not read 10
0 340 630 1,020 1,360 1,700

5.8: Allocation of calls used

We track all of this and provide on screen and downloadable spreadsheet reports that contain all
the data. Administrators with the ability to send messages can be allocated a financial budget that
cannot be exceeded. Reports detail the amount of budget spent and prompt when it is running
low.

5.9: Monthly management reports

Each stage in the administration hierarchy is sent an automatic monthly management report by
email from the system. The reports detail per beat and each level up i.e. LAC or LPU the following
details:

Beat name, Beat Manager nhame, number of users (in beat area), number of new registrations (last
30 days), humber of messages sent out (email, text and voice), average user rating of messages,
number of replies, number of information reports. The report contains links to enable each
element to be drilled-down once the administrator logs in.



CONFIDENTIAL: COMMERCIALLY SENSITIVE: DO NOT DISCLOSE

Use of the system:

6.0 How do you validate user’s addresses?

During the join process, a user verifies their address by entering a house number or name and a
postcode and the actual address is downloaded from a Royal Mail address database. The user
has the option of moving a pin on a map to an accurate location for their house.

NOTTINGHAMSHIRE ALERT, NOTTINGHAMSHIRE ALERT,

@)@ @D L (027 @@
- > B - - y

"Create your account Your address and actual map location

616, Mansfield Road

Nottinghamshire
House No. oK NGS 2GA.

Change address | &

Mark your location
e,

Please click on the red
do and move it to the

ice [ferme and conditions

Terms of service comect location,
Puintable version famo

This is to enable us to
send you information that
is relevant to your
location. PN WG oncomrstmn oosmassrees e s oy

6.0.1: Printed activation code letter: The system also allows for an optional process of
producing automatic, mail-merged letters. The letters are customisable and can also contain the
sign-up terms and conditions and the member area login details. The website administrators
check and print the letters on a regular basis (weekly). The letters are either posted or hand
delivered by PCSO/Beat Managers to the address given. When the user tries to log in online they
are asked to enter the unique activation code.

This simple method of address validation creates superb, valid user data and gives you an ideal
opportunity to write to each user welcoming them and explaining the system. The beat managers
often welcome the engagement opportunity.

The terms and conditions of the site can also be attached where a user has been added to the
system manually and has not therefore had the opportunity to read the terms. The process has a
“manual over-ride” facility for use when a user is known to the administrator.

Although printing costs are incurred, the quality of the data and the user’s use of the system is far
greater when this procedure is used. It is however entirely optional and is one of the options to be
agreed early in the implementation team meetings.
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6.1 Describe your ability to capture contact preferences?

The join process can be configured with default user communication settings. The presentation of
the user options has developed and evolved over five years: we now present a simple screen
which is designed to draw out further contact information and not raise user’s expectations that
they will receive voice or text messages all the time.

NOTTINGHAMSHIRE ALERT

10600 e}

'Basic contact settings

How can we contact you? You can edit all these options from the advanced settings section.

3 For cost reasons, if you have an e-mad address, this will be
E-mail communication {defau[t} the default setting for all registered users. if you do not have
& &-mail, we may phone or send texts.

The use of text and voice messages may be possible in some cases in the future. If you would like to
receie messages this way in the future or have no e-mail address now, please tick your prefered option
below.

Phone me (any reasonable time) Phone me (avoid office hours)

Bam-9pm and weekends. . after 6pm and weekends. n
{atways e-mail a copy) (always e-mail a copy and wait until after Gpm
to call)

\

Textme.
{always e-mail a copy)

\

Opt-out option. [ ADVANCED SETTINGS >|

Only tick this box if you do NOT wantus to
contactyou at any time. < BACK

P7\neighbourhood

NOTTINGHAMSHIRE ALERT. The default options and descriptive text are

| :“ @@.@

customisable based on your requirements.

If a user selects a contact method at this
stage and they have not provided a suitable

SR number or email address to enable that
How can we contact you? You can edit all these options from the advanced seftings section method of Communication, Op'[iOI’IS appear to
Eamail communication (default ror e, s, e prompt them to enter the missing contact
e e sk information (for example the phone number
The use of text and voice messages may be possible in some cases in the future. If you would like to In the example tO the Ieft.)

receive messages this way in the future or have no e-mail address now, please tick your preferred option
below.

Phone me (any reasonable time) Phone me (avoid office hours)
8am-9pm and weekends. . after 6pm and weekends.

(always e-mail a copy) v (always e-mail a copy and wait unil after 6pm
to cally

Text me. Telephone number required

(always e-mail a copy) E] Please entera fnone number.

Opt-out option. | ADVANCED SETTINGS ’
Onily tick this box if you do NOT want us to 1
contact you at any fime « BACK | FINISH P>

P/aNneighbourhood
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Users requiring more bespoke settings can
NOTTINGHAMSHIRE ALERT click on the “Advanced Settings” button
during registration or later from the

.@ @ @ member admin section to further configure
o ; their requirements.
-

e This section allows for a simple Morning,
P'efe”edrcnm:?,c; TEXT VOICE (Horne) WOICE (Mobile) EMAIL ONLY Aftern_oon and Evenings & Weekends
Woring (%] selection of contact types. They can also
Afermoon E3| configure the earliest and latest contact
Evenings & weekends @ tl mes .
Times to avoid Before )
Cont conact e [G7050m ] s A very small number of users require a
Use i sectonto e custamise yusoptions more specific hour-by hour configuration of

their message requirements.

Administrators can update a user’s
message settings very quickly and
configure a very specific set of instructions
including the message priority and type
that they are prepared to receive at every

hour of the day if necessary.

This method of control used to be available to the end users but years of research and client
feedback established that this was more confusing and off putting than the simple screens we
have since developed.

Users current message settings

The use of these message

. . - Mondays message settings summarny
configuration processes is the result _ of
Use the below dropdown list to select a day to
years of research and feedback view message settings for. Contact method
from hundreds of end users. X @ cooemenvons
§ o
Flease read the above texd for details on how to o Pe
configure your message settings SUDEEYEN.
Select message starttime - i
- 10:00 - 11:00 Contact me by SMS
| Please select a starttime =]
Select message end time a Contact me by SHS
[Please select a starttime ~]
Select message type m i Ceaed e
g corsmeryons
Select contact number
Mobile number 14 ] a Conkact me by $MS
Edit your cordact numbers a
- Contact me by SHS
Select message priority
|5:ﬂllmessams a Cortact me by SHS
: : @ Contact me by phone
SRS 16200 - 19:00 @ Contact me by phone
Tick the box below to send the user a copy of all
alerts by email. e @ o Al

¥ Receive a copy of all alerts via email -
EX O -

-
22400 - 23:00 ® Dont contact me
B0 -
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6.2: Is the system able to send messages via Email, SMS Text or Letter

Messages can be created as emails, voice

messages, fax and text messages. Twitter
“‘tweets”, RSS feeds, website posts, and “smart /_
phone” apps are all additional message options " @
either in development or available as options now.

6.2.1: The user is in control: The system
allows messages to be sent and collected by
various methods but the Alert system enables the
end user to control how and when they would like
to receive them.

The low maintenance, hassle free management

Messaging
Options

system for message distribution ensures that the users are in control. Simple user controls enable
them to dictate who can send them information (if you have granted access to other Information
Providers), what priority of message (1 to 5) they are willing to receive and whether the message

should be by voice, text and/or email.

System Overview

VISAV internet-enabled
Alert system

C
-

ser

\
\
1
i
i
i
1
1
i
|

A

Alert process

DI [

Information '@'
Providers [Iq
Fole =

-

ME

Trading Standards

0 NN
PERMISSION®

Citizens across all
areas of the County

Various Micro-sites
eg: www.sampnw.co.uk
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6.2.2: Standard letters can be saved in a dynamic printable letter template which can then
print a mail-merged letter. A batch process can be created to enable a group of letters to be sent
to print and various inclusion tags can include additional personalisation fields in the mail merged
letters.

Data in any dynamic instantly created set can be downloaded as a CSV (by authorised users)
which can then be used to create more advanced mail merge letters.

6.2.3: Voice calls: Voice calls are made by dialling the local rate 0844 544 2001 number and
recording a message. You are able to listen and re-record your message until you are happy with
it. The system reads out a message id number which you then enter into the Alert admin system,
you then instantly hear your digitised message directly from the admin screen.

@ Record a voice message

To record your out bound voice message please complete the following steps;

® Call 0844 544 2001

® Follow the prompts to record your message

® Once you are happy with your message you will receive a recording ID number please enter this in the box below
® Click the get call button this will retrieve the recorded call and allowy it to be previewed.

Recording 1D

| ‘ Get call

I Exclude mobiles&omion will exclude all voice calls to mobile numbers)

The “Exclude Mobiles” checkbox will enable you to not dial and deliver voice messages to users
with mobile numbers. This option is available because dialling a mobile costs more than dialling a
landline number and this allows you to control some of the costs. When users join the system
they are warned that they may not receive as many messages if they only provide a mobile
number and wish to receive voice calls to it.

Our large capacity phone service can make up to one hundred consecutive calls which enables
very rapid message
distribution. Every call can be
responded to by the recipient OLIVE WiARD Phire 1GAIGL201 0 18 54:08
instantly and the replies are
digitised and displayed
instantly within the secure R
message responses area. 4 . N

6.2.4: Text distribution is provided by UK message centres and text replies are stored by the
system, converted to email and forwarded instantly to the administrator. Messages can be up to
800 characters long and will be automatically appended together or displayed as one message on
modern “smart phones”. Message distribution processes will monitor message delivery replies
and will automatically re-try to deliver a message, (without charge), if failure reports are received
back from the providers.

6.3: Describe your ability to produce Pdf messages and print handouts

The system incorporates a dynamic PDF creator which can be called on to produce a PDF version
of any report, graph or map. Several are already using this creator such as the Neighbourhood
Watch coordinator printable handouts.



CONFIDENTIAL: COMMERCIALLY SENSITIVE: DO NOT DISCLOSE

Any report requiring a PDF version can be configured to have this facility by VISAV support staff.

This is quick, easy and free of charge.

6.4: How are varying levels of admin access managed?

The Alert system enables very accurate and configurable levels of user access including the
methods listed below. A combination of these methods enables all of the examples in Appendix B

to be facilitated.

Restrict access by function: Every function within the
administration system can be allowed or disallowed for each
administrator. We can also create a user-set or “type of user”
which uses a pre-set range of privileges and permissions which
speeds up the process of adding an administrator and removes
the chance of error.

Restrict access by area: Each administrator is given a
geographical area within which they can access users. This can
be a pre-defined beat area or a completely bespoke “polygon”
area drawn on a map.

Neighbourhood Watch access: The Neighbourhood Watch
management is a separate element of access and configuration
within Neighbourhood Alert and the requirement to allow varying
permissions and access for these users based on a wide range of
geographical criteria is a standard feature of the Alert system.

Control access by user type and area: Specific administration
access levels enable the close control of user data access per
administrator by types of registered user. Specific access can be
given to sections of the database based on their profile, affiliations
and memberships including:

1) Neighbourhood Watch members

2) All users based on Beat areas (view any user but only
within your beat, BCU/LAC etc.)

3) View business data, business types and user roles
within a pre-defined area

4) Bespoke configurable user sets such as the “Safe
Return Volunteer network”

5) View users based on their community contact profiles,

again this controlled based on allowing access
according to geographic areas.

Administrator access
options

\ ]

The minimum requirement for a password is § characters lng including at least 1 number

[ ]

fthis number Fas not heen entered al voice alerts will be sert from 08445441884

Site layout & content editing

I naasedtpage contert [ aterstelayou [ Content changes are vetted

™ view mail iform data

I™ add Jupdate fiemanager

I Receive unsubscrise messages

usinesses (Regardless of their location
Reported intellig
I View jrespondto inteligence
User administrator ssttings
" Aner site preferences / options ™ Add /et admin users on system
Define areas

T alow user to define kest areas T mlow user to define areas

I Alow user to define Neig Watch

T Alow user to define Neighbourhood Police Team areas

User o load

I 2llow user to download “visible" users as csv

e user will only be able
where

©) I Defined areas (view alusers witin geaureptical sreas)
O wknw
© I Unsiocsted schenes

@ T Communty contacts
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Nottinghamshire Alert skin administrator V2.0

Powered by Neighbourhood Alert

Site Management Your member list

Search for users

Search word ’—
g b

#ﬁ Site layout and content Add new member

.................... © UK NHW o w @@ @

Mews aticles © Unallocated schemes o w @ 33

P @ Beat areas s w @ @ [@
Site mailiorms

J R

ffffffffffffffffffff &) Businesses w3 [#

<ﬁ Ehe manager @ Defined areas (view all users within geographical areas) » w&= [H
@ Safe Return Areas: UK sw & @[

& vour s © Community contacts i

&b win

communication issues
" Your members

6.5: Describe your systems ability to de-duplicate

a) contacts

A report can be run which lists any potential duplicate users and contact information within each
database. A suitably authorised administrator would have the ability to remove duplicate entries
directly from the report.

b) messages”

An administration setting is available which prevents any duplicate messages being sent. In some
cases users do register more than once as they wish to receive messages regarding separate
areas. Users are able to filter and remove their own duplicated entries and provide a level of self
management to reduce the administration required. When building a new “Recipient list”
duplicated entries are automatically removed.

During the registration process new users’ details are checked across the entire Alert network and
if a duplicated entry is identified, the user is warned that they may receive duplicate messages.

6.6: Describe how the system manages email and SMS delivery
failures

The system runs an application every 20 minutes to check for email and SMS delivery failures and
updates a “message failure count” against a user. This count is checked to ensure that multiple
concurrent failures have not occurred to a user.

If two or more consecutive failures are recorded an administrative process is instigated:

1) A text message is sent to the user (if it is an emalil failure issue and they have a mobile
number) or an email message is sent (if it is a text message delivery failure and they
have an email address). The message gives the failed information and asks the user
to text/email a reply giving a confirmation or replacement contact information.

2) The account is suspended from receiving further messages until the details are
corrected or confirmed either automatically or manually by Admin or the user logging
into their member admin area.



CONFIDENTIAL: COMMERCIALLY SENSITIVE: DO NOT DISCLOSE

3) The user details are transferred to a user section “Members with communication
issues” where they can be managed and worked through by local administrators to

resolve the communications issues.

This automated process saves hours of administration time and provides a highly effective and
impressive impact to ends users who have changed mobile numbers or email addresses without
updating their member admin. All administration text messages sent during this process are

provided without charge.

6.7: Describe your ability to deliver cross-border notifications
100%: The Alert system does not have border restrictions and we are able to facilitate cross

border notifications instantly.

The restrictive element to cross border messages is
usually caused by the restrictions of the end user’s data
sharing agreement and a lack of subscribing users in
bordering areas.

The unique Neighbourhood Alert global partnership
approach and our exclusive access to the NHWN
database of Neighbourhood Watch coordinators and
members throughout England and Wales means that
thousands of users are subscribed to receive messages
via Alert wherever they live.

The data sharing terms also stipulate that authorised
police administrators can send messages to recipients
well into neighbouring constabularies’ borders.

6.8:
in)?

SEND BY BUSINESS TYPE

[ ‘ Accountants

\
O "'4 Bars and Clubs
O ‘ Builders
ﬂ ﬁ Car Dealers
O 'x Couriers

v
s Ir Restaurants
044 w gy

MESSAGE BODY:

Business Alert from your local Business

crime advisor, please be aware that

GOING TO Q Car Dealers

J

METHODS}\ﬁ %

Is feedback available as a 2-way dialogue (including texting back

All methods of communication including email, voice and texting have instant reply facilities.
Reply messages are stored and instantly forwarded to the message originator. The audit trail and
communication log tracks each step of the process and message response reports per message
provide performance reports and an archive of all voice, text and email communication both out

and incoming..

6.9 Is there a ‘chat room’ facility?

We have a chat room module that is currently suspended but can be reinstated very easily. The
chat room facility requires careful moderation and a secure version is currently in beta testing
within the Neighbourhood Watch Coordinators’ member admin area.
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Messages and retaining brand identity

7.0: Does the system link to the Force website, facebook, twitter etc?

We actively promote the Force’s Twitter account by incorporating a widget directly into the Portal
home page. Facebook and Twitter forwarding and sharing buttons are inserted into all message
pages when they are created as public messages (ie not private). Any other active links can be
incorporated into your Portal and Micro-site designs. The Corporate Comms admin interface in
development provides facilities to automatically post information to the Force Twitter accounts,
produce RSS feeds and embed YouTube video code into your Portal and Micro-site pages. We
are huge advocates of social media and explore all opportunities to safely incorporate it into our
message and information distribution services.

7.1: Are emails designed to have a Force branded, quality feel?

A bespoke email template is created to your design whilst incorporating the key elements of an
Alert email such as the “Reply” and “Rate this message” buttons. These emails usually closely
adhere to Force branding and provide a powerful reiteration of the corporate message.

Examples of branded email Alert messages

Hucknall C&lh‘ﬁity 5» )

NOTTINGHAMSHIRE
POLICE
Bolicing for you

Message sent by
Robert Vaughan-Newton (Palice, CRM - Gediing, Newark & Sherwood), as abave)
e .

A rare male black swan was shot in the Amot Hill Park, Amold, spparently with a pellet gun same time on Monday
The swan di s later from Nottinghar e and Gediing Borough

ect the culprt

rmation about this crime please contact Nottinghamshire Police on 0300 300 9999. You might
rimestoppers anonymously on 0800 585111

NOTTINGHAMSHIRE
"POLICE
Bolicing for you

Message sent by
Robert Vaughan-Newton (Police, CRM - Gedling, Newark & Sherwood), as above)
(Please do not reply directly to this emad, please use the button at the bottom of this message)

A rare male black swan was shot in the Aot Hill Park, Arnold, apparently with a pellet gun some time on Monday
28th March 2011. The swan died two days later from its injuries. Nottinghamshire Police and Gedling Borough
Council are working together to try to detect the culprit.

PETA, the People for the Ethical Treatment of Animals foundation, is offering a reward of £1,000 for information
leading to the prosecution of the culprit.

If you have any information about this crime please contact Nottinghamshire Police on 0300 300 9993. You might
prefer to contact Crimestoppers anonymously on 0800 555111.

’'g £ 4
4 Reply to ‘ Rate BN STOP or Filter E Report website
this message this message LY messages problem

mold, apparently with a pellet gun some time on Monday
jures. Nottinghamshire Police and Gediing Bors

eward of £1,000 for information

ase contact Nottinghamshire Police on 0200 300 9939. You might
55111

LERT

Powered by """"'?‘)nelghboumood

The email template creates a rigorous structure for all messages that enforces the corporate style.
The body of the email message can be created using a “Microsoft like” “Rich text editor” that
enables the message content to include images and some further text styling.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
Tel: 0115 9245517, Fax: 0115 9245401, info@neighbourhoodalert.co.uk Page 39 of 57
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7.1.1: Can we insert message templates into the system?

Any previously created message is stored within the system and can be retrieved and resent to an
alternate data set of recipients. This enables every message to be re-used as a message
template with ease.

7.1.2: Can we upload images and files to attach into messages?

The admin area gives access to a file manager section. The file manager is organised with a
dynamic folder structure, folders can be added and arranged within other folders and can be given
restricted access. The file manager structure is then directly accessible from the website content
admin and the message construction facilities.

You add a link, a file or an image when constructing web pages or email messages and the file
manager is presented instantly whereby files can be selected.

7.1.3: Can we personalise messages with mail merge fields?

Various tags are presented when constructing an email message and these, when used in the
html code, automatically insert the mail merged fields in each outgoing message.

Examples of available fields are:
Title
First name
Surname
Full name
Login user name
Login password
Contact number (day)
Contacts number (evening)
Contact number (mobile)
Date registered
Date last logged in

7.1.4: Can we produce Newsletter Style Messages?
Any style of HTML message can be created using the tools provided.

7.1.5: Can the message template style be HTML format & plain text?

All messages are in HTML format at the moment; from December 2011 end users will be able to
choose to receive plain text emails which will be optimised to suit this method.

7.1.6: Can we change fonts and colours in emails?

All message fonts and colours are controlled to ensure consistent branding in line with your pre
agreed corporate image. Various super-administrator configuration controls are available to
update the Custom Style Sheet (CSS) of the website directly from the admin. Basic font and
colour controls are available to configure subject to your administration rights.
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7.2 How would we send to everyone in a geographical area?

7.2.1: Case study 1: Variable “geographical”
Mapping - pin point location of incident and select all recipients within 5 mile radius

The following details with screen-shots the process that can be followed to select all users in an
area. The standard process starts with a choice of 3 options:

How wiculd you like to send your messages?

® Zelect uzers to send to from a list, select zchemes | individual uzers to send to.
® Define an areato zend to, select uzers to send to based on their location

ct from list ‘reate an are: Pradefined area

Option 1 : Filter list by area
v 10 8 bt e

T Jan 80,8 AN Snewhare 50 Th0 1, olhae S1m e MAD o ariber an wEF942 1T ox ek and k1 e 1o Step 1: Select “Create an area”

st paniament syeet Nomegram e

) o = Povenan “‘nw-*" - |
RN acia.  pyeds AL e\ .
i _ Step 2: Type in a street name or postcode
. ] cirg, and “Jump to area”
Drooaman / Gl
BRI 0 e e 2 { Step 3: If multiple options are available they
== Lower Parfment & Nottngham NG1 3 ! . .
,x,.,,“,,m,,f&_,_m T i are listed, click on the correct one.
o Upoer Parkament St, Noetingham NG1 3 * Conel B9
‘ Upper Partament ST, Nottingham NGL 5
1 Lo Parkament 52, Netungham NG 6
Option 1 : Filter list by area
g 16 & Mot atien
T4 Mng 30 8 DCHION BREwtare 40 I Bap ollwr 3 a) D Mad oF S0 40 REFE11 1 e Do Ladew Wl CRA e Y te
fusoer sanament syeet Nomegham [ et e
- PN o ; __\1\ ™ ¥ N
Step 4: The map will jump to the correct area, |* ¢ Mt o R \ ¥
zoom in or out to place the area required on i Y i ~ .
screen. Make sure the red pin is in the centre of // fa T 8 -
the area required. YN \ |52
s O R TP e’ ! . R
Step 5: Click on the map at the required radius |, . * I { o
. . Ong N, m——
distance from the red pin. I ﬁ r o] 1
X \ 'ua. h;-\'--
Option 1 : Filter list by area r\ i ~ u
10 & bocation - x
:'::\'Al::ctntuw-'w"rvnsq- lrar Sa) D map o eiiv 40 MRBSLE N T Dox Lalpw Wl Ol e e e q\\& 3 \ ‘ g § ‘
N : . t : ¢ « .‘\ ™, ‘\/ y % §
fusoer pariament syreet Nosiegham J e\ 3 A ‘\\ £ 3 j ; P
- . M E

Step 6: A circle will appear highlighting the
area of coverage and small red icons indicate
all the recipients.

Step 7: Either click again to adjust the area or
click “Apply filter” to proceed to the message
construction stage.

VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
Tel: 0115 9245517, Fax: 0115 9245401, info@neighbourhoodalert.co.uk Page 41 of 57
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7.2.2: Case study 2: Variable “personal information”
Religious Status - Send communication to all recipients who have indentified themselves as either being
religious or have connections within the Jewish community

“Faith groups” is a group within the community contact system and Jewish contacts is a sub
group. If these did not already exist they could be added instantly.

@ Community contacts i Step 1. within “Your members®
_ . _ expand the Community contacts
@ England (regions) i section, drill down the
@ East Midlands (force areas) i geographical locations to the
) . county area (shown for
& Derbyshire i Leicestershire in this example).

& Leicestershire

. . . Step 2: Click on the expand
Community contact groups for Leicestershire

groups icon {§p

Alternative Watch Schemes (585) @ @ J
All groups and sub groups that

contain users are displayed.

-

.
Lol Countryside Watch Members (298] = 05
A

LS

s ) Step 3: click on the “send
Lol Hotel istch Members (28) = message” icon on the “Jewish
o

b contacts” group.

' Y
Lol pub watch Members (108) 1= 04 o
X J This will pass the user data for 106
' " H H
members in this example to the
Ll Shap Watch schemes (150) = Gl .
§ ) message creation stage.
[ Business Cortacts (249) (il g J Step 4: Create message and send.
l-..[ Car Dealers (13) @ @ ]
[ Education contacts (110) i [ J
- B
L Further Education Colleges (1) @ IE
; 3
L High Schools & Community Colleges @ IE
’ S
L Primary Schools (8] @ @
L A
[ Faith Group Cortacts (128) = gl J
l-..[ Churches (295) = Ol J

l-[ Jewish contacts (106) i 5@21
=¥
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7.3: Mapping Facility - plot contacts and send messages from a map.

The Alert system utilises several methods of plotting users to send messages:

Draw a circle: The “Filter by area” tools enable you to “jump to an area” by postcode or street
name then select a radius by clicking on the map and all users within the subsequent circle are
selected.

Option 1 : Filter list by area Option 1 : Fulter list by area
I 10 & Bocation v 10 & b atien
T4 Mng 30 8 DCHON BREwtare 40 I Bap ol @) D Mad oF eTHr 40 REFE11 1 T Dos Ladew Wl R e e te T9 Mm99 8 DCHON SRewhare 40 100 B, oller @) D A0 O S0l 40 MRS 1T Dox Lalow Wl Ok e e e
— o
Eooer sanament syeet Nongham e
. o U Povenan 3 e W
o et
| >
.
=
Vooer ParSament Street, NOtngham NOL S o
asoca), ol
==, Lower Parfment & Nottingham NG1 3 b
Upoer Parfament St, wam NGE 2 E :
[amma] - Upoer Parkamernt St, Nottingham NG1 3 " Conet B
t ‘
Upper Partament St, Nottingham NGL 5
l Leoer Parkament 52, Nettngham NOL 6 fi

Predefine or import any area: Literally any area can be drawn by plotting polygon pins using the
“Define area” mapping tools or an ordered list of accurate KML data can be imported.

You can then use the “Your members” facilities P a1 Leicestershire swi [ 2w ey
to select any mapped area and send 8 City BCU s mBSE n}-]_:::m“
. . I . )
messages, export CSV files or view the user 9 Beaumort Leys s wil G @
details 8 City Cenfre »wil & [
' & Hinckbey Road sw il @ [=37 ) P .
; . & Keyham Lane sw2& 0 . g Eﬂ"' 0 i
If sending messages the user list can be used @ Spinney Hil Parkew@@® |5 N e g~
instantly or filtered further by interest group, 9 Welbrd Roadew@e® | — o[t - A
previous lists or existing geographical area. @ Counties BOU swi @8 ~ - .;r.-ﬂ; 3P / =
& Blaby swR@EH IS vl f__{_g:, L
O ChamwoodsmB@B—. L o"® ngpt [ 5™ ™=
l'nunuj!-uru”::nu b Lm ‘T{f :!_g ’é. .
CEEELELTEFITRFRHITY T, S
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7.4: Other message sending features

7.4.1: Does the system provide the capability to overlay Mosaic profiles?

This is in development: A simple interface for Mosaic licence holders is being developed. The
system will integrate with the Mosaic data to provide intelligent recommendations regarding the
most effective message types to use in an area. Our close relationship with Nottingham based
Experian gives us a real advantage when developing the Mosaic product and further exciting
development of this facility is planned for later this year.

7.4.2: Describe your ability to schedule messages to be sent at a pre-defined time.

Messages can be created and allotted a send time. Users delivery requirements override send
times so messages are not delivered out of acceptable parameters.

7.4.3: Can we send recurring messages e.g. quarterly crime message?
Messages can be created and set to resend at a pre determined recurring date and time.

7.4.4: Describe your ability to store selection criteria for reuse

Selection criteria can be stored, with a “Friendly descriptive name” and can be selected for re-use.
The criteria is stored, not the list of recipients, this means anyone leaving or joining the group will
be correctly included or excluded. The stored recipient lists can also be used remotely from
authorised email accounts so an email sent into the Alert system will automatically be forwarded to
a particular recipient list without the administrator having to log in.

7.5: Can we track the progress of messages?

Message delivered, read receipts, deleted not-read and undelivered responses are all stored. We
also track message feedback reports and “Rate this message” scores.

7.6: Does each message have a unique reference number?
Each message has a unique idx reference

7.7: s there a history of messaging for each contact?

A full audit trail and communications log is stored for each user, this details the two way
communication trail and any other communication and actions such as the user logging into the
system, problems with message delivery and read receipts.

7.8: Are there cost and volume summaries for each communication?

A real time billing report is available in the admin area. Drill down reports show every element of
cost and allow individual budgets to be allocated to every administrator. Budgets cannot be
exceeded and email alerts advise the user and line manager if the budget is running low.
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The End-User experience

8.0: What is the process for a new user to register themselves?

The user has a simple interface which is simple and uncluttered. Various automated processes
have been designed to reduce the risk of error. These include the postcode lookup service, emalil
address verification and activation code letters.

The join screen can be customised to a small degree to fall in line with your corporate image as
the background image and logo can be uploaded via the admin. The rest of the layout is fixed and
is created by the database.

This example is a very simple seven step registration. Any fields you add into the join process
regarding demographic and equality information will appear as additional steps on these screens.

NOTTINGHAMSHIRE ALERT,
Step one: complete name, house number and

.l ®®©-°.°.° postcode. The address is looked up in the

N background and quietly placed in the green
- area next to the postcode.

Flest nums

Lastnama

Hoaspe Mo

Fasymord [l ITTTITY

T e
Frisfakic renbm [l its iy e sl ey ] P B s Tl |
e

A i Il L B L LT
[ b P [ e o v | 3y i s e VT

MOTTIMNGHAMSHIRE LERT

Step 2: Contact information is requested: phone

) @G’@E‘O'G'G number, mobile and email address.
1 l\ a

Various validation methods are used to check
that this data is correct and not duplicated. We

Woasr contact infermation Cthis indomeation will mot be displayed)

B S check that the mobile number starts with “07”
Mesin : i
o etc.
[ It is only compulsory for one of these three

options to be completed at this stage.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
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MOTTIMNGHAMSHIRE LERT

Y~ — Step 3: a map is automatically displayed and
@?@36'6'6 focused over the area that the postcode server
a returned.

Yeur address and actual map location

If the address or postcode is incorrect these
can be corrected here by clicking on “change
address”.

The user is encouraged to click and “drag” the
red pin to a more accurate location above their
house.

A video tutorial is available here.

MOTTIMNGHAMSHIRE LERT

Step 4: The user is asked if they are member of
a Neighbourhood Watch scheme or looking to
join one.

Pl g e S B ot aa 8 Cmmeidinden my
s o] v Rrema, applying b jain o

e et o g e e s If they say yes they are shown a list of the five
R ey nearest schemes to them from the Alert
= database. These schemes can be clicked on to
. show a street map of their coverage and some

basic details.

If none of the schemes are appealing the new
user can choose to register a new street
scheme. (for this purposes I shall skip this
process).

MOTTIMNGHAMSHIRE LERT

and these can be changed here. If a user
selects a contact method but have not supplied
a contact method to enable it the system will
R — b et e prompt them.

e S e ped s

l @ ?E‘@@@'e Step 5: default message options are presented

L T S F T Tou Cir et W Pans aptona bom fa sdern sd HENGE MO

1a o terd g e P Egen s be R o ceran o B A T g e e
wavw maviaEn Pt ey Sa e ke o pomal gdivTs o pane
o

Phars ms |y restenis tes)
Ewmdpm and waskardy
S - B O E w0 ¢ e e

Tt men.

T T D

s Bt
s B . o o' voss B T ket e
nordacim o pmiera
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MOTTINGHAMSHIRE LEI'{T

feclelel- N

Prafairad conts
mathad

Step 8: The user is asked to complete a
validation process by typing a displayed
number into a text box.

This is to stop automated registration systems

from filling in the registration thousands of times
to try and break the system and ruin the data.

MOTTINGHAMSHIRE LEI"IT

flooloo ol

Roqisiration process compbets, thank you

Step 6: If the user clicks on the “Advanced
settings >>" button they are presented with a
simple user interface that enables more
advanced message settings.

Step 7: The user clicks “Finish”

The user is shown a summary of their
information and the user name they can use to
log in with.

An email is sent instantly to the users email
address (if they provided one) which contains a
link that must be clicked on to verify that the
email address is correct and working.

A further automated email is then sent to
provide the user with a copy of the website
terms and their login details.

This entire process usually takes no more than
three minutes.
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8.1 Describe an applicant’s ability to amend their own profile

Log out

LICE

Policing for you
Logged ciime (&) Re
! = port Scheme () Message
Insecure ‘53 Stats & info @ samin. 0 settings

Home = Your admin area

Your admin area

Welcome to the Member Administration Area.

You are now logged in and from this area you are able to update your own details, create or manage
your scheme, report information to the Police and Neighbourhood Watch and much more.

Edit your details
Unsubscribe options

Report information

Previous reports

Your details

Message settings Mike Douglas

. 6163, Mansfield Road
Previous messages Nottingham

. Nottinghamshire
Scheme admin NGS 2G4
Scheme news Email : mike@visav.net (Verified)
. . Date last logged in : 03f05/2011

Crime statistics
Log out What to do next

Configure your message settings.
To configure how and when you vould like to accept messages please edit your message settings.

Ind being a Bank Holiday weekend the Business Crime Team wo... 26/04/2011 08:42:00 Please find attached a copy of the lastest edition of the Notts |

Each user is provided with a facility to log into a secure member-admin area which provides
various “Global” facilities depending on their memberships and profile. i.e. if they have registered
a Neighbourhood Watch scheme they are able to access the scheme management facilities and
directly access the NHWN website resource centre.

From within this area registered users can review and manage all elements of their account

including contact information, message preferences and required types, Information Providers and
unsubscribe information.

Edit details Edit message types

Log out

o8 g,
Y. Ly
- POLICET norrnHAnsars T .
Bolicing for you POLICE .
Policing for you
Logged o B\ ropor . " 9719 Available sites | Latest News |
ime () Repo cheme )| Message
a "‘azemcl‘:.'e Stats @ info @ admin ((K) settings Logged
a e gg_“ Crime > Report [(gg7 Scheme “fA’” Message
PR Phson Stats ifo e imin settings

Edit your details

Al vare

Home > Message settings » Message types

. and at least one field marked with ** is required.

Your admin area
First name *

Moo ]
Surname *
[oouger ]

Message types
Edit your details ”

You can select below the types of message that you are willing to receive. You will not receive any message unless it is marked as at least
your selected priority level, even if it is one of the types you request below.

¥ antissocial behaviour

' Counterfeit currency alert

¥ Funding opportunities

' Health and safety alert

F Local news

¥ Membership administration information
 National news

Unsubscribe options
 Burglary alert

F Crime alert

' General crime prevention message
' Information request

Report information

Date of birth dd/mm/yyyy (optional)

Previous reports

Message

ings

¥ Meeting notice
¥ Missing person

Your home address

Address s ® ¥ National policy and government information

616 Mansfield Road ' NHWN updates ¥ scam alert
W Stolen car ' suspicious circumstances
¥ Test ¥ Traffic alert
Address2 ¥ wanted person
—
Town

Cit;
Notinghamshire

[LATEST ALERTS :

27/04/2011 14:49:00 In light of this weekend being a Bank Holiday weekend the Business Crime Team wo... 26/04/2011

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.

Tel: 0115 9245517, Fax: 0115 9245401, info@neighbourhoodalert.co.uk Page 48 of 57



CONFIDENTIAL: COMMERCIALLY SENSITIVE: DO NOT DISCLOSE

Edit message settings Select Information Providers

Logged

Crime =) Report [gs) Scheme 3 Message
ﬁ l"a?,:i",.'e =§: Stats ? info ‘5‘ admin ‘9}\” settings L .
0gge Crime (&> Report Scheme Message
in secure @ N 0 f () sag
Home > Message settings ﬂ admin Stats ‘ info g admin settings

 can we contact vou?
How can we contact you Horme » Message settings » Information providers
‘You can edit all these options from the advanced settings section. Your admin area

Information providers

Edit your details
- . S ity . Only licenced Information Providers are able to send messages and you control if they are able to see
E-mail communication @ e e e s b Unsubscribe options our details or not. This is a list of all the available Znformation Providers in your area and you will
mail will b the defaultsoting fr all regitered wsers. If p ¥ /
(default) o o 3o o oot only receive messages from and be visible to the ones you select here.
Available information providers
The uss of text and voice messages may bs possible in some casesin the future. If you would like to receive Previous reports Below are i youto from. You
s ‘ ) it v A
below. Message settings v‘«_m only receive information from the information providers you have selected.
Crimestoppers East Midlands
Phone me (any reasonable time) fice hours) e
8am-gpm and weekends. c after kends. o ™ Derbyshire and Nottinghamshire Chambers of Commerce
(alwayse- acopy) -0py and wait until after
W Fire service
Cr
P Neighbourhood and Home Watch Network
Logout Text me
(alwayse-mail a copy) ™ Nottinghamshire County Council Trading Standards
T Nottinghamshire Police (Business watch)
-
Optoutoption Police (General)
Only tck this box ifyou do NOT want us to
S - Logant ¥ Thepuice
LATEST ALERTS : 27/04/2011 14:49:00 In light of this weekend being a Bank Holiday weekend the Business Crime Team wo... 26/04/2011 ‘LATBST ALERTS : 27/04/2011 14:49:00 In light of this weekend being a Bank Holiday weekend the Business Crime Team wo... 26/04/2011]
r

All of these configuration settings are also available from the administration section so users
without internet access can call an administrator to request changes to these settings.

8.2: Can users have a ‘no contact’ option from any messaging?

Yes: as the above screen shots show, “Opt out” and “Don’t contact me” options enable the user’'s
data to be legitimately stored to enable an accurate record of Neighbourhood Watch and other
memberships without the user having to receive any messages.

Priority levels and message type exclusion options are easy to configure by the end user so
members can be excluded from all but extremely urgent or highly relevant messages.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
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8.3: What is the process for forgotten access user id/password?

Back to main site

If a user forgets their password it can
be requested automatically if they visit
the Portal website and click on the
“Recover your password” link.

o 5 o os ()
The user will have to enter their emalil = - < :
address and a “check spam system” vome > Login tozczmat
data validation code to prompt an Recover your password
automatic password reminder by s cemplat bl bl aud i o oo sl
email. 21931

Please enter the above cods to verify your paEEWo‘rd request
Alternatively the user could request a R ——
password reminder email be sent to —_—
them and one can be prompted from

the a.d m | nIStratlon System At nO pOInt 27/0d/2011 14:49:00 In light of this weekend being a Bank Holiday weskend the Business Crime Team wo... 26/04/2011 08:42:00 Please find attac]
will administrators be able to view user’s passwords.

A branded Alert email is sent out within

seconds to the user and this contains the e e e 1ot e =
user name, password and a link to the Siiey, Gty Ghimend) X ) 2=_dlAls sy : EEE N
member admin area. e e e

;:b:l: Username and password reminder for Nottinghamshire Alert
Due to the relatively low value of the user . L

data (i.e. no credit card data is held), we are
still able to provide a password reminder
service in this straight-forward manner, (by
sending the password in an email).

Bolicing for you
Username and password reminder for Nottinghamshire Alert

Hi Mike.

It may be that in the future we will have to

upgrade the security protocols around this ek s semindet o youlogn detals

User name : mike@wsav.net
process to only allow the password to be Prsswod” youpassword
changed and not transmitted out by email to _—

Nottinghamshire Alert Team

the user. Any upgrade of this nature will be
performed without charge to any Licensee.

Powered by gl neighbourhood
¥ ALERT

This message hat been sent using The VISAV Lid, Neighbourncod Alert System, under licence

8.4: Can users’access and sign up via the system Police website?

“‘Register” and “Login” buttons can be placed on the Police website which link to customised Join
or Login screens. These screens can mirror the design of any police website. The member admin
area is secure and on exit will return the user to the police website.

The registration and member admin facilities are central, integral elements of the Neighbourhood
Alert product. They exist within the externally hosted, web server and are accessed via secure,
encrypted domain names. A website Portal is provided with the system which provides a flexible
facility to direct users to the most suitable site for them to join.
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8.5: Can users sign up to the system via SMS or paper

8.5.1: Paper sign up: Thousands of users have been signed up to the system by completing a
variety of different sign up forms. Artwork can be provided for these handout cards if required.
The administration area has a simple system for adding a user who has completed a card.

3& Bulwell Community  Join the community Please complete this form o register

e Your information will not be shared with anyone other than the site administrators who have
What is it? signed an information provider licence and have a nominated Data Controller registered
S with the Information Commissioner’s Office in compliance with the Data Protection Act 1998
This service is free of charge and you can unsubscribe at any time.

The Neighbourhood Alert system is now available in Bulwell, It's a free service that gives
you up-to-date information about crime, and lets you report information confidentially o
the police and neighbourhood watch. The advanced technology provides safe and Title D First name Last nome| \
secure two-way communication, and can help communities and organisations work

together to solve problems like anti-social behaviour. Address

What do you get?

« A totally free service, no monthly, annual or incoming text or phone charges

« Information about crime trends, incidents and requests for info by voicemail, text and email Postcod
« Report suspicious and anti-social behaviour and receive updates and responses about them ostcode

*Review crime statistics, graphs and charts for your local area
« Start or join a virtual informal Neighbourhood Watch scheme Contact numbers Preferred method of contact

« Discuss local issues online with other registered users Doytime [ l
« Configure exactly how, when and what priority of messages you want Text message l:]
*Unsubscribe at any time, there are no contracts, costs or obligations . ‘ .

* Remain unseen on the system or make your virtual scheme visible for other users to join Evening Voice message D

|
What do you need to do now? ! Mobile | | Email [ ]
' |

Yy INetinghs
Enher complete the fovm overleaf and hand ! NOTTINGHAMSHIRE £ F Gy Counel] Email
itin at Bulwell police station, register online at =

www.Bulwellcommunity.co.uk
or call 0300 300 9999 Extension 855 4961

[[] Please tick and sign to give consent for your information
to be loaded onto the Alert system and used as described.

8.5.2: SMS sign up: A Twitter style sign up process for Alert is currently under development
and will be available by September 2011.

8.6: Can users unsubscribe themselves?

The process of unsubscribing or filtering messages is highly developed on Neighbourhood Alert
and has been praised regularly by many people. Users are able to unsubscribe by following an
email link and without having to log in, can update various aspects of their message settings or
unsubscribe completely. Changes are not actioned until a link within an automatic confirmation
email has been received by the correct email address and clicked on.

Users can also unsubscribe from voice messages by following the key menu described when a
voice message is delivered “To unsubscribe from this service please press 4 on your keypad
now”. Text recipients can stop future text messages by replying to any message with the
message: STOP or UNSUBSCRIBE.

We make the system to unsubscribe as clear and painless as is possible but take the opportunity
to demonstrate that other options are available before the user leaves Alert.

8.7: What types on on-screen help and tips does the system offer?

A huge array of onscreen video files explain all fundamental elements of the admin area. These
files and the systems that present them are designed to work in old browsers (i.e. 6) and are still
useful without sound as they are fully annotated.

In depth FAQ documents and user manuals are available in printed format and as online reference
and downloads

On screen descriptions of each function, button, form and “alt” text assistance is all carefully
considered to be as intuitive as possible.
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8.8: How is Reporting information via the website managed?

Registered ends users (users) are able to log into their member area and use the secure form to
report information to Information Providers on the system. If information is reported this way, the
Neighbourhood Alert system sends a single email to multiple recipients to advise that a report has
been made.

Sherwood &
Mapperley Park

ighbouriond Watch

Please login

Usemame

User clicks on the “Report information section in the navigation

The user is given an option to select if they require the Police and they are reminded that they can
report information anonymously to Crimestoppers.

We clearly define here that this

is NOT a system for reporting
Report information crime.

Home > Report information

Your admin area

Edit your details

Information reported via this system is managed and handled via the Neighbourhood Alert system which is

Unsubscribe options provided for our members use by VISAV Limited. The Neighbourhood and Home Watch (England &

Report information :\SII::; g? not admum:;]earl l;\:ulrnrf:;r::lgz;?epgzvpeg system and are not able to follow up or administer any The information reporti ng

Previous reports i i

g DA ey s aw et | PTOCESS 0Ny COTMITUES f they

Previous messages C oose 150 click-on eport
information.

Scheme admin

Scheme news

How to report crime anonymously

Crime statistics

Selecting “Require Police”

Log out If you want to report a crime, but you do not want to be identified to the police, call Crimestoppers. takes the user to a D”’ectgov
Crimestoppers staff will record your information and pass it on to the police so that it can be used to solve p ag e
the crime. .

Your call will not be traced, and you won't have to testify in court or give a full statement, no matter how
useful the information turns out to be

You can call Crimestoppers at any time on 0800 555 111.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
616a — 618a Mansfield Road, Sherwood, Nottingham, NG5 2GA.
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User completes the date, time, type and their role.

Home > Report information
Information details (1 of 4) Incident location (2 of 4) Your report (3 of 4)

Your admin area

ESuyomicdt Report information Stage 1 of 4

Unsubscribe options

Who are you ing this i ion for?
Report i ion [~Reporti ion for me—[~] Add someone else to your account
Previous reports When did this incident / information occur?
Message settings [0 T+]: foo  T+]
Previous messages onthe [14 [x]ads [11 [x]mm/ [2011 [=] yyyy

Type of incident or information:
[houpis andvioss— o] A
Seheme:news Other (if applicable)
Crime statistics Your role regarding the incident or information:
Log out [ icious sighting [~]
Other ( if applicable)

Scheme admin

Current options for “Type of incident” are:

Type of incident or information:

Anti social behavior v

Anti social behavior
General information report

YdInformation for local police  |r information:
[ Local sightings n
Thoughts and ideas

Ot Youth issues

Ot

Current options for “Role” are

Your role regarding the incident or information:

Actually involved

Positive ID of individual committing offence
Suspicious sighting

Identify the location

o S
i N The user can enter a postcode or simply drag and
I s sy o s s ncsnssnasenses | ZOOM the map to the approximate location of the
P s e T | incident.
Message setings
Lje Mmz;mi::.*:‘;f”ﬁ”m”m . If not location is defined, we use the users own
B e w3 / home location. If the location is not successfully
o “3”::,1} 4 found, the information report that you see in the
Y / o admin area indicates that the location has not
. Y 74{“ 8 been mapped correctly.
g %:"*“;ms: };” . The location information is used in the report and
:‘ : § j:s»,/] 7 to define which administrators we notify about the
"% report.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
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User adds a free text description.

Information details (1 of 4) Incident location (2 of 4) Your report (3 of 4)

Report information Stage 3 of 4

Piease give a clear description of the incident or the information you are providing, if you are

Information sharing
- Please note, the user decides at this stage,

Images can also be uploaded to this information report once it has been submited. (Next page)

Clothng and oowesdescrpuons e i which Information Providers they wish to share

Description of incident or information you are providing:

e : their report information with.

Log out

This list varies per micro-site but always

e includes the Police and Neighbourhood Watch.
Incident Visibility:
[Dayight " T=]

Yes ® No/Don't know
Incident / Crime number (if known)
Officers Badge number (i known)
Have you been contacted by Victim support?
Yes ® No
Who would you like to be able to see this information report?

The administrators of the The Neighbourhood & Home Watch Network (England &
VWales) wevsite

Police
Neighbourhood Watch
Allow others 10 see this information report?
¥ Make available for statistical use

If you leave this box checked, we will be able to include some of this information in statistics that other
Neighbourhood Watch Schemes and businesses can see. Your personal details will NEVER be displayed
10 other parties

How are you notified about Information Reports?

The Alert system sends a single email to each administrator that has elected to receive
notifications about any information report. This email lets each administrator know who has been
notified about the report.

" ALERT
9, g ; T
Informing & Listening to Communities
I infonsation sporied You will only be notified if the user
Dear Mike Douglas (VISAV, Admin, Global), ha.S elected to Share thIS
Information has just been reported or updated on the Neighbourhood Link website linked to the Neighbourhood Alert 1 i i
Sfomeng mformatl_on report with the
Information type: thumping loud music I nfo rmatlo n P rOVId er th at yo u
Description : TSGOT LOUDER AND LOUDER | WISH | HAD LE... represent on the System
Please visit your administration account and review the report ASAP.
The following administrators have also been informed of this information report YOU Wl” aISO flnd that
Andy Green (Police, Sgt, Leicestershire) andrew.green@leicestershire_pnn.police.uk Nt 1
Jessica Brown (Police, CEC, Leicester City) jessica.brown@leicestershire.pnn.police.uk adm in IStratO rs representlng Other
Jon Shaw (VISAV, Admin, Global) jon@uvisav.net 1 1
Lesley Clarke (Police, CEC, County BCU) lesley.clarke@leicestershire pnn.police uk Informatlon PrOVIderS COUId be
Mark Chell (Police), Alert SPOC Mark. Chell@leicestershire.pnn.police.uk H iNni
Natalie Proffitt (Police, Corporate Comms, Leicestershire) Natalie Proffitt@leicestershire pnn_police.uk InCIUded as reCIPIentS Of these
Sally Chivers (Police, Chief Inspector, Leicestershire) Sally. Chivers@leicestershire.pnn_police uk emalls

Steve Hastings (Police, CEC 7390, Lei hire) stephen_hastings@leicestershire_pnn.police.uk
Many thanks

Neighbourhood Alert Administrator
VISAV Limited

Sherwood Business Centre
Mansfield Road

Sherwood

Nottingham

NG5 2GA

Tel 0115 9245517
www.neighbourhoodalert.co.uk

Powered by @; neighbourhood

ORER,

This message has been sent using the VISAV Ltd, Neighbourhood Alert System, under ficence.
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How do we configure the email recipients?

Top level administrators are able to configure who can see information reports and for what areas.
This configuration is done from the usual portal administration login area. i.e.
www.nottsalert.co.uk/admin

1) Select Administrator Management

X Site options and
preferences

Select reqistration
":: guestions o use

2) Select the administrator you wish to authorise or add a new administrator.

3) In their configuration options tick “View/respond to information reports”

Information reports

[T] View/respond to information reports

4) Define areas

Allowed user groups key In the select areas section, you can select which

@ View users and send alerts to users inside of the selected area, areas an administrator can see users within (g reen
[¥] Receive information reports for selected area. (If allowed) bOXES). The grey boxes allow you to define the
Bt arsas areas that will trigger a notification if an information
QE] oo report is made within them.

QU U A w If you want this administrator to be included in the
&0 O cumbria email notification (above) select the grey boxes for
@0 O Lekestershire the areas that they wish to be notified about.
© 0 O uncomsnire You can define a large area for where they can see
@ O O worthamptonshire and send messages to (green boxes) and a much
60 o [T more focused area, perhaps a single beat, for

information report notifications.
0 D D Mansfield and Ashfield
€O O newark, Bassetiaw and Sherwood Please be aware that at least one or two
GD ) R administrators should have the entire county

d selected so information reports do not go un-
0 D D South Nottinghamshire noticed.

Neighbourhood Alert is a trading name of VISAV Limited. Sherwood Business Centre
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Summary points

9.0:

Flexible and affordable

Low cost all inclusive bill including up to 6000 free texts or voice calls per year

System entirely supports your vision statement in “Putting Communities First” and building
the confidence on communities.

Capped pricing, no tiered prices based on number of users or administrators

Low cost calls and guaranteed free emails for the life of the contract.

A capped budget can be set per administrator and Information Provider to control usage
costs.

Future system developments will be integrated FOC to you system, no additional version
fees.

Accessible to all stakeholders

System is entirely designed around partnership working and pooled resources
Advanced, secure administrator permissions allow delegation of administration with
confidence.

Customised billing reports per information Provider enable transparent accounting
Totally scalable solution, no user limits or upgrade fees.

Self registration and administration

All users have access to register and update their own information.

NHW coordinators can access info reporting, crime stats and superb scheme management
tools

Automatic data validation facilities ease the administration burden

Delegate administration roles to local association volunteers safely and from anywhere.

Not just for Neighbourhood Watch

The system will support any number or type of Watch groups or tenants and residents
groups etc.

Virtually ANY type of organisation or group of people with common interests can be quickly
grouped and managed using the simple tools.

Neighbourhood Watch is the driving force and a catalyst but is only one of multiple groups
already catered for by the system.

Information overload/spam management

Users control who can see them, what message types they want and the priority level of
message they are prepared to receive

Protocols are being added to highlight to administrators what messages have just been
sent out to users so duplicated messages can be avoided.

Message quality and usefulness reports can be automatically sent to administrators to
highlight any poor quality or unwelcome messages
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Contact information

VISAV Limited

Mike Douglas

Director and Account manager
Sherwood Business Centre
616a-618a Mansfield Road
Sherwood, Nottingham, NG5 2GA
Tel: 0115 9245517 ext 224
Mobile: 07771 557788
mike@yvisav.net
www.neighbourhoodalert.co.uk

Nominated contact for security vetting forms

Mr Andrew Sawford
Managing Director
andrew.sawford@visav.net.

References and contacts

Please be aware that these references are not permitted to give recommendations but are
provided here in order to corroborate any information or claims provided herein.

Nottinghamshire Police Contact Neighbourhood and Home Watch
Network (England & Wales)

Sgt Richard Stones (Force Crime Manager) Kate Daisley

Nottinghamshire Constabulary Operations Director

Police Headquarters Beaumont Enterprise Centre

Sherwood Lodge 72 Boston Road

Arnold, Nottingham Beaumont Leys

NG5 8PP Leicester

Tel: 0300 300 9999 ext: 800 3045 LE4 1HB

Mobile: 07899 063801 Tel: 0116 2293118

I hope this information is comprehensive enough at this stage but please do not hesitate to contact
me if you require any further information. We are very committed to this project and can assure
you of our best attention at all times.

Many thanks

Mk Disusgleas

Mike Douglas
Director


http://www.neighbourhoodalert.co.uk/
mailto:Richard.stones@nottinghamshire.pnn.police.uk
mailto:Kate.Daisley@nationalnhw.org

